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Introduction

The Information Management Toolkit for Schools hasbeen
created to assist schools with managing their information in
line with the current legislative frameworks.

Module 1 consists of the base toolkit designed to assist
schools, which are under local authority control, in their
compliancewiththeFreedomof Information Act2000.

Module 2 (currently under development) will consist of
additional information which is designed to assist Academies
intheir compliance with the Freedom of Information Act
2000 and other business requirements.

Module 3 (currently under development) will consist

of additionalinformationwhichisdesigned toassist
independent schools with managing their records in line with
legislative requirements.

The Information Management Toolkit for Schools is being
made available to schools free of charge in PDF format. The
Toolkit is available in MSWord format at no additional charge
to IRMS members and at a fixed charge to non-members.
For more details about this please contact IRMS (info@irms.
org.uk).

All questions, suggestions and amendments to the toolkit
should be sent to schooltoolkit.irms.org.uk. We will only
undertake to answer questions from IRMS members, so
please include your IRMS membership number when
sending the question.

The Information Management Toolkit for Schools is designed
as guidance and should not be quoted to users as being

a “standard”. Alllocal authorities should seek the advice of
their own legal departments before using the toolkit. Local
authorities should not refer members of the public to the
IRMS for clarification about the toolkit. The IRMSis nota
public body and thereforeis not subject to the Freedom of
Information Act 2000. All requests for information relating to
the toolkit used by individual authorities must be addressed
by that authority.

GDPR
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Note from the Editor

The Information Management Toolkit for Schools
contains a number of different fact sheets which have
been compiled by various working groups within
the Review Group. This meansthatthereisnota
consistency of language or presentation across the
toolkit. For example, one working group may have
written in the third person where another may not.
Ithasbeendecided toretain the original format of
thedocumentsastheyweresuppliedtotheeditorto
reflect the diversity of the working groups.

Users of the toolkit should be aware that this toolkit
was compiled for use by local authority schools.
The IRMSisawarethat local authority schoolsare
fast becoming a thing of the past and the intention
istoamalgamate this toolkit with the toolkit for
Academies at the next review to reflect this.

Usersof the toolkit should alsobe aware that thisguidance
was compiled whilst the Independent Inquiry Into Child
Sexual Abuse (IICSA)wasstillsitting. At the time of writing
thereisamoratoriumonthe disposal of any material which
may berequiredby thelnquiry, andinstructions have been
issued to organisations explaining what they need to do. If a
schoolisunsure about how lICSAimpacts a particular group
of documents thentheyshouldseek advicefrom theirlocal
authority or legal advisers.

The Information Management Toolkit for Schools contains the
following sections, which are
hyperlinked from the contents page for ease of reference:

Records Management Policy

Each public authority (including individual schools) should
have a records management policy. The Toolkit contains a
Policy Document which can be adopted initsentirety or
adapted toreflect the different needs of individual schools.

Pupil Records

Guidelines about what should be includedin the main
pupil record, plusadvice about what information should
be transferred on to the next school as well as how this
information should be transferred.
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Records Management Programme

The Information Management Toolkit aims to assist individual
schools with managing records throughout their lifecycle.
Thereis advice about managing e-mail so as to ensure that
it becomes part of the core record. There is also advice
about how to conduct an information audit, along with some
templates.

The 2018revision of this toolkit contains three completely
new sections. There is a section on managing compliance
with GDPR for schools based on frequently asked questions,
along with some templates. Thereis asectionrelating

to the monitoring of electronic communication and the
management of Social Media. The section on Information
Security, Business Continuity and Digital Continuity has been
completely remastered as part of this review.

There are also guidelines about what needs to be considered
whenaschool closes or changes status. Thereis a checklist
covering requirements for physical storage areas.



Records Management Policy

Background

Section 46 of the Freedom of Information Act 2000 requires
schools, as publicauthorities, to follow a Code of Practice
onmanaging theirrecords. Under section 7 of the Code of
Practice on the Management of Records, it states that:

“Authorities should have in place a records management
policy, either as a separate policy or as part of a wider

information or knowledge management policy.”

This policy needs to:

1. Be endorsed by senior management, for example
at board level, and should be readily available to
staff at all levels. (section7.1)

2. Provide a mandate for the records and information
management function, and a framework for
supporting standards, procedures and guidelines.

The precise contents will depend on the particular needs
and culture of the authority, but it should as a minimum:

a. Set out the authority’s commitment to create,
keepandmanagerecordswhichdocument its
principal activities;

b. Outline the role of records management and
its relationship to the authority’s overall
business strategy;

c. Identify and make appropriate connections to
related policies, such as those dealing with e-mail,
information security and data protection;

d. Defineroles and responsibilities, including the
responsibility of individualsto
document their workin the authority’srecordsto the
extent that, and in the way that, the authority
has decided their work should be documented,
and to use those records appropriately;

e. Indicate how compliance with the policy and the
supporting standards, procedures and guidelines
will be monitored. 7.3

3. Thepolicy should be kept up-to-date so that it reflects
the current needs of the authority, particularly given
the rapidly changing technological environment
and the embedding of the new data protection
legislation. One way of ensuring this is to review it
at agreed intervals, for example: annually; following an

event which may require a review of practice (e.g.
asubjectaccess request); orafter majororganisational
or technological changes, inorder to assess whether
it needs amendment. (7.3)

4. Theauthorityshouldconsiderpublishing the policy so

that members of the public can see the basis on which
it manages its records. (7.4)

[For a full copy of the Lord Chancellor’s Code of Practice see
http://www.nationalarchives.gov.uk/documents/information-
management/foi-section-46-code-of-practice.pdf]

Having a records management policy will support the school
in meeting its responsibilities under the Data Protection Act
2018 and the General Data Protection Regulation.

Policy Template

The following extract forms part of a policy statement
template which could be adopted by individualschools. It
has been extracted from a model action plan for developing
records management compliant with the Lord Chancellor’s
Code of Practice under Section 46 of the Freedom of
Information Act 2000 Model Action Plan for Schools.
https://www.nationalarchives.gov.uk/documents/schools.rtf

The policy statement template can be adopted in its entirety
or can be amended to reflect the needs of individual
schools. Once it has been amended, it should be approved
by the governing body or other appropriate authority. Once
therecords management policy has been approved at the
appropriatelevelitshouldbepublished, perhapsaspartof
the publication scheme.

SEAX Trust Records Management Policy The
Trust recognises that by efficiently managing its
records, it will be able to comply with its legal and
regulatory obligations and to contribute to the
effective overallmanagementof theinstitution. Records
provide evidence for protecting the legal rights and
interests of the Trust, and provide evidence for
demonstrating performance and accountability.

INFORMATION AND RECORDS MANAGEMENT SOCIETY 9
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Records Management Policy Continued

This document provides the policy framework through
which this effective management can be achieved and

2.3 Theschoolwillmanage anddocumentitsrecords
disposal process in line with the Records

audited. It covers:

1.

Scope
Responsibilities
Relationships with existing policies.

Scope of the policy

1.1 This policy applies to all records created, received
or maintained by permanent and temporary staff of the
schoolinthecourseof carryingoutitsfunctions. Also,
by any agents, contractors, consultants or third parties
acting on behalf of theschool.

1.2 Records are defined as all those documents
which facilitate the business carried out by the school and
which are thereafter retained (for a set period) to provide
evidence of its transactions or activities. These records
may be created, received or maintained in hard

copy or electronic format e.g. paper documents, scanned
documents, e-mails which document business
activities and decisions, audio and video recordings, text
messages, notes of telephone and Skype
conversations, spreadsheets, Word documents,
presentations etc.

Responsibilities

2.1 Thegoverning body of aschoolhasastatutory
responsibility to maintain the school records and

record keeping systems in accordance with the regulatory
environment specific to the school. The responsibility is
usually delegated to the headteacher of the school.

2.2 Thepersonresponsible for day-to-day operational
management in the school will give guidance on

good records management practice and will promote
compliance with this policy so thatinformation will be
retrieved easily, appropriately and ina timely way. They
will also monitor compliance with this policy by surveying
atleastannually tocheckifrecordsarestoredsecurely
and can be accessedappropriately.
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Retention Schedule. This will help to ensure that it
canmeet Freedom of Information requests and respond
to requests to access personal data under data protection
legislation (subject access requests “SARS”).

2.4 Individual staff and employees must ensure,
with respect to records for which they are responsible,
that they:
2.4.1  Manage the school’s records consistently
in accordance with the school’s policies and
procedures;
2.4.2  Properly document their actions
and decisions;
2.4.3  Hold personal informationsecurely;
2.4.4  Only share personal
information appropriately and do not disclose it to
any unauthorised third party;
2.4.5 Dispose of records securely in accordance
with the school’s Records Retention Schedule.

3. Relationship with existing policies

This policy has been drawn up within the context of:

Freedom of Information policy

Data Protection policy

Information Governance Policy and with other legislation
or regulations (including audit, equal opportunities and
ethics) affecting the school.

Signed: [Head of School]



Creation and Management of School Archives
The National Archives has supplied the
followinginformationinrelation to the creation

and management of school archives:

If your school is keeping an archive (e.g. of old photographs/
registers), either at your local Record Office or at your school,
it would be right to include a statement in your school’s Data
Protection Policy toadvise the public thatsucharchiveisin
place. Thiswillhelpseparate the personaldatayourschool
keeps foroperational reasonsand those forarchivereasons
andin turn amuch more manageable way to deal with data
subject requests. The following paragraph could be included:

The XXX school archive ismaintained as a resource to help
inspire and equip current staff and pupils to understand and
appreciate issues of identity, belonging and shared heritage;
to prompt memories of school-life among many generations
of Old XXXians; and to serve as aresearch resource for all
interested in the history of XXX school and the community it
serves.

INFORMATION AND RECORDS MANAGEMENT SOCIETY 11



Pupil Records: Guidance

Introduction

Allschools, with the exception of independent schools,
are under a duty to maintain a pupil record for each pupil.
Early Yearssettings will have their own record keeping
requirements.

The ‘Pupil Record’ comprising the educational and curricula
record, should be seen as the core record charting the
individual pupil’s progress through the educationsystem,
and should accompany them throughout their school career.
This record will serve as the formal record of their academic
achievements, other skills and abilities, and progress in
school.

The aim of this guidance is to provide some consistency

of practiceinthewayinwhichpupilrecords are managed
acrossallschools. Itincludes suggestions on the content of
the pupilrecord, adviceontransferring tothenextschool,
and retention and disposal arrangements for both paper and
electronic records.

Pupil Record

Recording and disclosure of information

Pupil records may be held in paper form, or else
electronically (for instance as part of the school management
information system (MIS)). Schools will have their own
systems for maintaining pupil records, which may be a
combination of electronic and hard copy files.
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All information must be easy to find, accurately and
objectively recorded and expressed in a professional
manner as pupils and parents have aright of access to their
educational record via two possible routes:

1. A request for an educationalrecord.
The Education (Pupil Information) (England) Regulations
2005, states that the pupil record must be provided
toparentswithin 15 school days of arequest where the
pupilisenrolledinamaintained school. This provision
does not apply to Academies, independent schools etc;

2. Requests forinformation by pupils, or their parents are
tobetreatedas subject access requests under Data
Protection legislation.

Paper Files

The following information is useful on the front of a paper
file, if one is held:

+ Surname and forename

+ Date of birth

+ Unique Pupil Number

+ Date file was started/opened

It may be useful to have the following information inside the

front cover so that it is easily accessible to authorised staff;

thisisnotnecessaryif accessible ontheschoolinformation

management system:

+ Emergency contact details

+ Preferred name

+ Names and contact details of adults who have parental
responsibility/care for the pupil

+ Referencetofurtherinformationheldonallergies/
medical conditions

+ Other agency involvement e.g. SEN, speech and language
therapist, etc.

+ Reference to any other linkedfiles



Contents of the pupil record
The table below lists common and potential record types that may form part of the Pupil Record.

Record of transfer from Early Years setting
Admission Form

Data Collection/Checking Form - current

Annual written report to parents

National Curriculum and Religious Education locally
agreed syllabus record sheets

Any information relating to a major incident involving
the child

Statements/Plans, reports, etc. for educational
support, e.g. SEN, Speech and Language

Medical information relevant to the child’s on-going
education/behaviour

Child protection reports/disclosures and supporting
documentation

Any information relating to exclusions
(fixed or permanent)

Specific correspondence with parents or outside agen-
cies relating to major issues

Summary details of complaints made by the parents
or the pupil relevant to the child’s on-going education/
behaviour

Examination Results - pupil copy

SATS Results

If applicable

This should be checked regularly by parents to ensure
details are accurate

Storeinaseparateareaof therecordorkeepinaseparate
linked file

Storeinaseparateareaof therecordorkeepinaseparate
linked file

Storeinaseparateareaof therecordorkeepinaseparate
linked file so as to limit access to specific staff

Thismay bein e-mail form. Once matterisclosedsave any
correspondence that records sequence of events, pertinent
issues and outcomes to pupil record

This may be in e-mail form, see note above. Most com-
plaintsrecordsareretained by the schooland notas part of
the pupil record

Send uncollected certificates back to exam board after all
reasonable efforts to contact the pupil have been exhausted

A note of the result should be recorded

INFORMATION AND RECORDS MANAGEMENT SOCIETY 13



Pupil Records: Guidance Continued

Records notforming part ofthe pupilrecord
The following record types should be stored
separately to the main pupil record, as they are
usually subject to shorter retention periods (please
see the RetentionSchedule section); they should
not be forwarded to the pupil’s next school:

+ Attendance Registers and Information

+ Absence (authorised) notes and correspondence

+ Parental consent forms for trips/outings

+ Accidentforms (acopycanbeplacedonthe pupilrecord
if it is a majorincident)

+ Medicine consent and administering records (this is the
school’s record)

+ Copies of birth certificates, passports, etc.

+ Generic correspondence with parents about minor issues
(i.e. ‘Dear Parent’)

+ Pupil work, drawings, etc.

+ Previous data collection forms which have been
superseded (there is no need to retain these)

+ Photography (image) consents
(this is the school’s record).

Information stored electronically

Those principles relevant to paper records will apply to
those pupil records stored electronically. School information
management systems may incorporate features to enable
elements of the electronic pupil record to be deletedin
accordance with retention schedules, whilst the remainder of
the record remains intact.

Storage and Security

All pupil records and associated information should be stored
securely to maintain confidentiality whilst keeping information
accessible tothoseauthorisedtoseeit. Electronic records
should have appropriate security and access controls in
place; equally paper records should be kept in lockable
storage areas with restricted access. Not everyoneina
school has a need to access all of the information held
about a pupil; thisis particularly relevant to child protection
information. [see also the section on Information Securityin
this toolkit]
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Transferring Pupil Records

Itisvital toensure swift transfers of information to the
new school to ensure appropriate decisions can be made
regarding a pupil, usingrelevant and accurate information.

Weeding
The pupil record should not be weeded before transfer,
unless any duplicates or records with a short retention period
have been included; these can be removed and securely
destroyed.

Transfer Process

The following should be transferred to the next school within
15 school days of receipt of confirmation that a pupil is
registered at another school:

+ Common Transfer File (CTF) from the School Information
Management System via the school2school system
when used

+ Any elements of the Pupil Record, held in any format, not
transferred as part of theCTF

+ SEN or other support service information, including
behaviour, as only limited information may be included in
the CTF

+ Child Protection information; this must be sent as
soonas possible by the Designated Safeguarding
Lead (DSL)oramemberof theirteamtotheirequivalent
at the new school.

Schools must ensure theinformationiskept secureand
traceable during transfer:

+ Records can be delivered or collected in person, with
signed confirmation for tracking purposes
Pupil Records should not be sent by post. If the use
of postisabsolutely necessary, theyshouldbesent
by ‘Special Delivery Guaranteed’ or via a reputable and
secure courier to a pre-informed named contact,
along with a list of the enclosed files. The new school
should sign a copy of the list to confirm receipt of the files
and securely return to the previous school
If held electronically, records may be sent to a
named contact via secure encrypted e-mail, or other
secure transfer method.



If the pupil is transferring to an independent school or a post-
16 establishment, the existing school should transfer copies
of relevantinformation only and retain the original full record
as the last known school.

If arequest is received to transfer the Pupil Record or
otherinformation about a pupil toaschool outside of the
European Union (EU), schools should contact the Local
Authority or their Data Protection Officer for further advice.

Retention and Disposal
Retention - Transferring school

Responsibility for maintaining the pupil record passes to
the next school. Schools may wish to retain the information
about the pupil forashort period to allow for any queries
or reports to be completed or where linked records in

the schoolinformation management system have not yet
reached the end of their retention period and deleting would
cause problems.

Certain elements of the record may need to be retained for
longer, for example if litigation is pending, or for transfer to
the Local Record Office, in accordance with the Retention
Schedule.

Whilst the Independent Inquiry into Child Sexual Abuse
(IICSA) is ongoing, it is an offence to destroy any records
relating tothelnquiry. Itislikely, at the conclusion of the
inquiry, thatanindicationwillbe givenregardingappropriate
retention periods for child protection records. More
information can be found on the IICSA website.

Schools from which a pupil transfers should consider
retaining a copy of the child protection file.

Retention -Last known school
The last known or final school is responsible for retaining the
PupilRecord. The schoolis the final or last known school if:

+ Asecondary phase and the pupil leftat 16 yearsold or
for post-16 or independent education, or;

« Itis aschool at any point and the pupil left for
elective home education, they are missing from education
or have left the UK.

The Pupil Record should be retained as a whole for 25 years
from the date of birth of the pupil, after which time, if no
longerrequired, it can be deleted or destroyed. SEN and
other support service records can be retained foralonger
periodof 31 yearstoenable defenceina “failure toprovide
a sufficient education” case.

If a school wishes to retain data for analysis or statistical
purposes, it should be done inan anonymised fashion.

Disposal

Pupil records will contain personal and confidential
informationandso must be destroyedsecurely. Electronic
copiesmust be securely deleted and hard copies disposed of
as confidential waste. Please see the section on Safe disposal
of records for furtherinformation.
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Information Audits

1. Whatis an information audit?
Aninformation auditis typically arecord of the following:

+ What information is retained

+  Why information is retained

+  What type of information itis

+ How information is processed and shared

+  Where information is stored

+ What the relevant retention period is

+  Whothe ‘responsible owners’ or day-to-day users are

Note: you can expand on the audit and tailor it to your
school, for example you may want to combine this with
data protectionimpact assessment records and information
sharing agreements.

Aninformation audit should capture all information held,
regardless of its form. You should consider:

+ Paper documents and records

+ Electronic documents and records

+ Databases (proprietary or developed in-house)

+ Microfilm/microfiche

+ Sound recordings

+ Video/photographic records (including those
records taken on traditional magnetic tape and
photographic paperbutalso, increasingly, digital sound,
video and photo files)

+ Hybrid files

+  Knowledge

+ Apps and portals

The information audit is designed to help organisations
complete an information asset register. The terminology
grows out of the concept of “knowledge management” which
involves the capture of knowledge in whatever form it is held,
including encouraging people todocument theinformation
they would previously have held in their heads.

It is now generally accepted that information is an
organisation’s greatest asset and that it should be managed
inthesamewayastheorganisation’smore tangible assets
such as staff, buildings and money.
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Effective Information Management is about getting the right
information to the right people at the right time and an
information audit is key to achieving this.

2. What are the benefits of the information audit?
Theinformation auditisdesigned toallow organisations to
discover theinformation they are creating, holding, receiving
and using, and therefore to manage that information in order
toget the most effective business use fromit. Foraschool,
the concept is much more concerned with accessibility

of information. The information audit allows the school to
identify the personal information it creates and stores to
facilitate correct management under the Data Protection

Act (DPA) 2018, the General Data Protection Regulation
(GDPR) and the Freedom of Information Act 2000.

The following are all benefits to maintaining an
information audit:

+ It saves time - an information audit can be used as
a quick point of reference for all staff; it
ensures information can be easily located on a daily basis.
Thismay alsobeuseful for newstartersorinthe eventof
temporary cover arrangements.

+ Itavoids duplication - duplicating information
is unnecessary, it adds to workloads and takes
up unnecessary storage space which can be costly.
Duplicating personal datawouldbe abreachof the
DataProtection Act 2018 as personal data must not
be excessive. Identifying where the principal copy of
a piece of information is held means that individual
members of staff do not need to hold their own copy.

+ Ithelpsensureaccuracyofinformation-having
adetailedrecordofinformationimproves how
you manage version control and therefore the likelihood
that you are working from the most up-to-date version.

+ Compliance with the Data Protection Act-
individuals have numerous rights under the DPA
inrelationto their personalinformation. Whether
you are dealing with a request to access information or
an erasure request, the first step is identifying whether
the information is held and where. If you don’t
maintainarecord of processing, information may be
missed and you could risk ICO enforcement.



The general timescale for dealing with requests under the
DPA is one calendar month. Knowing where to locate
information and identify if it has been shared with
third parties can help save crucial time.
Development of Record of Processing Activities (RoPA) -
the information collected as part of the information audit
can be included in the RoPA which a school develops.

It assists the Data Protection Officer - the Data Protection
Officer needs an overview of what personal information is
held and how it is handled.

Compliance with the Freedom of Information (Fol)

Act 2000 - as public sector bodies, schools are obligated
to provide certaininformationwithin 20school days or
60 working days whichever is the shorter. Knowing
whatisheldandwheretolocateinformationisan
essential first step. Wrongly refusing a request or
non-compliance with the statutory timescales could lead
to ICO enforcement action.

Identification of information which has passed

its retention date - storing information can be

costly regardless of whether it is physical or electronic.
Significant savings can be made by ensuring that the
relevant retention periods are identified and complied
with. Applying retention periods also reduces the risk of
notcomplyingwiththeDataProtection Act2018, GDPR
or the Freedom of Information Act 2000. Finding
information and preparing itin response to a request
ismuch moredifficultif thereisaneedtosort through
significant quantities of information which should have
been disposed of.

It improves your ability to make the right decisions -
schools deal with sensitive information on a daily basis.
When making any decision in relation to the care of
achilditisessential you consider all the relevant details,
whether it is medical or otherwise.

It reduces the possibility of an information security
breach - names change, addresses change and family
relationships change. Knowing where to locate the correct
up-to-date information is essential. It reduces the risk of
a breach which helps prevent unnecessary distress and
the likelihood of your school facing ICO enforcement
action and/or legal claims.

+ It supports accountability and transparency - whichis
increasingly important under GDPR requirements.

3. How to complete an information audit

The information audit works on the premise that all
information is created for a purpose

(business need) and theinformation created and stored is
tosupport that business need. The audit works through a
work-flow process identifying whichinformationis created at
which pointinthe process, whatitisusedfor, for how long
itisneeded, whetheror not it should be captured as part
of the core record of the school (i.e. whether it is a working
document or a final policy or report) and whether it needs to
be protectively marked.

The information audit can be conducted in a number of
ways. There are two sample templates which are available to
download on the IRMS web pages with a toolkit.

It’s important that:

youinvolve senior management with the auditatan
early stage toensure that they are engaged with the
process and are prepared to give staff the support they
need; all relevant staff are involved in the process and
thattheyaregivenasmuchdirectionas possible about
how to complete the audit.

+ youletstaffknowwhatitisyou’redoingandwhy, even
if you decide to send out templates for completion.
Afterall, theyworkwiththeinformationandarebest
placed to identify it and any requirements. It also helps
senior management and staff to understand their
information responsibilities and should help ensure that
the templates are completed and returned on time.

Once this process has been completed, the information
audit should contain: a list of business needs; the kind of
information created to meet that business need; the format
in which it is stored; details on how long it needs to be
kept; core records status and; any protective marking. The
information audit should also contain where the information
is collected from, who it is shared with and if consent is
needed and how it is obtained.
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Information Audits Continued

Once the information audit has been completed, consultation
with the staff actually involved in the processes needs to
take placeinorder to ensure that the audit isan accurate
reflection of practice. At this point some negotiation may
need to take place if there areany anomalies. The purpose
of the information audit is to identify where processes can be
improved, not merely to document what happens at present.

Once theinformation audit is felt to be accurate then
theinformation asset register and/or the RoPAcanbe
agreed. Thisenables all members of staff to see what
information is created, by which business process,
whereitshouldbefiled, and howit should be managed.
This helps support legal compliance and business
continuity by identifying any risks and mitigations
around the management of sensitive information.

The results of the information audit should be
presented to senior managers and the governing
authority forcomments and final approval. This will
provide the audit with senior endorsement.

Finally, anyinformation auditisasnapshotintimeand
onlyasgoodastheinformation provided by those taking
part. Inorderforinformationsystemstobekept up-to-
date (including capturinginformation created by new

and developing technologies and to take account of new
functions and legislation) the audit results should be regularly
reviewed and updated.
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Management & Monitoring of Electronic Communications

Introduction

These guidelines have been developed to provide
information about electronic communications best
practice,and will hopefully help you balance staff and
student privacy with the oversight necessary to ensure your
safeguarding obligations are maintained.

The sections are:

« E-mail

+  Messaging and Discussion Tools

+ Monitoring staff and student use

+ Essential Resources (including relevant legislation)
+  What you need to know about Social Media

Allelectroniccommunications, whilst they are held, are
disclosable under Freedom of Information and Data
Protection legislation. Be aware thatanything youwrite
inan e-mail, an Instant Message (IM), a text, orona
message board, could potentially be made public. Electronic
communications are very easy to copy and transmit and
although you may have deleted your copy the recipients
may not. Because of thistheycanform part of yourrecords,
commit you to contracts and expose your school to risk if
used badly.

E-mail

Watch your language

Ascommunicating by e-mailis quickandeasy, the language
inwhiche-mailiswrittenisoftenlessformaland more open
to misinterpretation. Use spell-check and consider the tone
of your wording.

Choose your recipients
Checktherecipientsareappropriateandtypedcorrectly.
Consider using role-based shared mailboxes (e.g. senco®@
schoolname.region.sch.uk / head@academy.org.uk), ensuring
you carefully control who has access to any accounts.

Consider turning off the ‘auto-complete’ feature in the ‘To’

boxasstaff couldeasilysendane-mail tothewrongaddress.

Ensure that Bccis used where appropriate to avoid the
unauthorised disclosure of e-mailaddressesof intended
recipients. The ICO has taken enforcement action in cases
where Bcc has not been used in sensitive cases.

Secure your data

The consequences of an e-mail containing sensitive
information being sent to an unauthorised person can
resultin a fine of up to 20 million euros (or equivalent in
sterling) or restrictions on processing from the Information
Commissioner, along with adverse publicity for your school.
Confidential or sensitive information should besent by a
secure encrypted e-mail or data transfer system. Never put
personalinformation (suchasapupil’sname)inthesubject
line of an e-mail.

Secure your devices

Did you know that e-mail Apps on mobile phones are usually
unprotected? Did you know that, by default, Outlook will
download the entire contents of a person’s mailbox on a
personal device (which can be easily accessed)?

If members of staff access school e-mails on personal
devices, the school’s IT support provider should be contacted
for help with configuring the device and check for encryption,
as well as ensuring that all devices require a suitable
password for access. The key is to engage with your IT
support provider who will be able to advise accordingly.

Youcouldadvisestaff toonly accessworke-mailviathe
internet as theweb client does not save data locally.
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Management & Monitoring of Electronic Communications Continued

It's not a filing system

E-mail systems are commonly used to store information
which should be stored somewhere else. E-mails and
attachments should be saved into any appropriate electronic
filing system or printed out and placed on paper files.

Where the text of the e-mail adds to the context or value of
the attached documents it may be necessary to keep the
whole e-mail. The best way to do this, and retain information
which makes up the audit trail, is to save the e-mailin.msg
format. Where you just want recipients to read a document,
consider sending a link to the documents rather than
attaching them.

How long do we keep e-mails?

E-mail is a communications tool, and e-mail
applications are not designed for keeping e-mail
asarecord. E-mail that needs to be kept should
be identified by content, for example:

+ Does it form part of a pupil record?
+ Is it part of acontract?
+ Does it relate to anemployee?

The retention for keeping these e-mails will then correspond
with the types of records found in the Retention Schedule for
schools below. These e-mails may need to be savedinto an
appropriate electronic filing system or printed out and placed
on paper files. Similarly, information contained within these
e-mails should be recorded in the appropriate place (e.g. the
MIS or behaviour management system). Once this is done
the original could be deleted.

Consider implementing an electronic rule whereby e-mails
ininboxes are automatically deleted after a period of time,
assuming they have been filed away. This will assist greatly in
reducing the amount of information potentially disclosable in
the event that a subject access request is received. Consider
implementing procedures for the management of inboxes of
staff who have left the organisation.

Limiting the information which is retained will also mitigate
the school’s liability in the event of a breach and will reduce
the amount of electronic storage required.
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Do you want a disclaimer?

Adding a disclaimer to an e-mail mitigates risk, such as
sending information to the wrong recipient. Typically,
disclaimers cover the fact that information may be
confidential, the intention of being solely used by the
intended recipient, and that any views or opinions of the
senderare not necessarily those of the school. Thereis some
debate abouthow enforceable disclaimersare but theycan
help clarify the school’s position in relation to the information
being e-mailed.

Look out for Phishing!

Make sure staff are aware of the dangers of providing
information over e-mail. Never provide passwords or
personal data, or click ona link in an e-mail without verifying
its source. Ask your IT department to provide advice.

Messaging: Texts, Instant Messaging
Text messaging and IM applications provide a quick, efficient
way of communicating with individuals or groups.

These methods are largely suited to brief, informal messages;
more formal conversations may be bettersuited toe-mail,
telephone or delivered face-to-face. Avoid sending and
posting sensitive/personal data as these systems may not be
as secure as e-mail.

Consider your audience - it may be necessary for amessage
to be sent to an individual or a group of people but bear in
mind that not everyone may have access to these tools and
may not have given permission for their contact details to
beusedinthisway. ltmayalsocreateprivacyissuesif third
parties are able to read messages not intended for them.

Internal Discussion Boards and Forums
Internaldiscussionboardsandforums (e.g. Intranets,
Microsoft Teamsetc.) provide flexibility for collaboration

in the workplace. They can also be very informal and are
essentially public within the organisation, although some
functionality can be shared with external parties and because
of this they should never be used to share confidential or
personal information.



Always ensure that staff or students that use
these groups and spaces are aware of exactly
who will see any information posted.

Any recorded information is subject to the same Data
Protection and Freedom of Information legislation,
regardless of format, therefore it would be advisable
to only use these methods of communication to
transmit information which youwould be content
to publish, that is to say; low risk information due
tothe lack of effective securityandassurance.

Records Management

Content created andshared by messaging and discussion
forums should be regarded as ephemeral and temporary.

If the content subsequently becomesimportant (andis
something that needs toberetainedasaformalrecord,
forexampleinasafeguarding casefile), thenitshould be
copied and moved into your filing system, either by saving
itinareadableelectronic format, printing it out or taking a
screenshot. Whilst content does exist though, it is subject to
both Fol and DPA.

Monitoring Staff and Student Use

Monitoring student and staff use of communications and the
internetisabalance betweenaschool’s Safeguarding and
PREVENT obligations and the user’s right to privacy. It will be
important to have a policy on this so you can demonstrate
what youintend todoand to justify thisinrelation to your
legal obligations.

An employer can monitor the use and content of staff
communications provided it has informed members of staff
that it may do so. If you intend to do this you will need to
be able to prove that you have made staff aware that this
may happen. Youwillneedtohaveapolicyand provide staff
with advice on how you expect them to use systems such as
e-mail, telephone, other messaging systems and the Internet
(including Social Media).

Ensure you make a decision about how your IT provider logs
people’suseof youre-mailandinternet, that the logging is
an appropriate record, and that it suits your policy.

Youshould document your decisions asaretention period
(see below).

Where third party support has access to logs (remote
support purposes, etc.) then you need to establish how
long they, as a data processor, retain any information which
may contain personal information. You should instruct the
third party about the retention period based on the school’s
requirements.

Thelnformation Commissioner’s Employment Practices
Code (https://ico.org.uk/media/for-organisations/
documents/1064/the_employment_practices_code.pdf) is
anexcellentresource to use when considering thisarea.

Legislation

General Data Protection Regulation

Data Protection Act 2018

Freedom of Information Act 2000

Human Rights Act 1998

Defamation Act 2013

Privacy and Electronic Communications Regulations 2003
Counter Terrorism and Security Act2015
Telecommunications (Lawful Business Practice)

(Interception of Communications) Regulations 2000
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What You Need to Know About Social Media

Social Mediacanbe used as amulti-use
communication tool

SocialMediaformsarange of versatile tools that canbe used
inseveral ways. Asa communication toolit can broadcast
information, enabling a quick way to share information
about the schoolinthe formof text, pictures, videoand/or
audio. It can be used to have direct communications with
stakeholders on a one-to-one, one-to-many or many-to-many
basis, orit can make use of provided information to see who
the school is engaging with.

The school must ensure that staff contributors maintain the
school’sstandards for written communications on Social
Media platforms. Changes to Social Media tools are fast-
paced and so it is not always possible to give consistent
instructions for certaintasks. Thereare several organisations
that cansupportyouwithunderstanding how tosetupand
make the most of Social Media tools, usually with astrong
emphasisontherolesafeguarding plays with these tools.

Use of Social Media may require arisk assessment
Prior toimplementing Social Media, staff must think about
information security when they are sending or replying to
messages/posts. Use of Social Media should follow protocols
and procedures established by the school to ensure
consistent use of Social Media and that staff do not release
information inappropriately orillegally.

Schools using social media will need to establish what
purpose they are usingit for, the lawful basis as part of

it, whatdata/information theywill process, how theywill
uphold any of the rights of data subjects, and the retention
periodsinvolved. Thisisusually completed as part of a
Data Protection Impact Assessment. Depending on how
theschoolis planning touse Social Media tools, it may opt
tocomplete an assessment, one per tool or bring several
together based onhowdataflows throughthem (e.g. ablog
post which may be tweeted and then finally published on
Facebook, but is actually part of a single data flow).
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Social Mediaisnotalwaysasecureand private
platform

Social Media tools have arange of settings for both security
and access to published posts/comments. This needs to be
takeninto consideration whenpublishinginformationand
controlling who has access toit. Confidential or sensitive
information should never be put online or shared viadirect
contact on Social Media. Where images, names of individuals
orother personal dataisusedschools must ensure that they
have a lawful basis for doingso.

Where this involves consent from the parents/children, the
consentshouldbe clearand unambiguous, includingwhere
theinformationwill be shared and for how long. Records of
consent should be kept with other records for the individuals
involved where possible, but access must be provided for
thosethatrequireitas part of day-to-day operations. Itis
important for parents and students to understand that, when
giving their consent, the school cannot control the re-posting
of information.

See also: https://www.saferinternet.org.uk/advice-centre/
social-media-guides

Social Media posts vary in their retention

Social Media tools vary in their retention periods. When
signing up for any tool the school needs to ensure that
usersareaware of these retention periodsand ensure that
it checks on a regular basis for changes. Where the retention
periodislonger thanthatset outas part of standard school
policies, processes must be in place to remove any posts
or comments, or to publish this fact within the Retention
Schedule. Where postsincludeitems whichare hard to
clearly index/search (e.g. images, video or audio), thena
contentregister may be needed to manage whenitems
have beenshared, when they were shared, whoitwasin
reference to, etc.

Social Media posts and messages don’t
necessarily delete immediately

Posts and messages can remain on the Social Media
network for a period after the school has deleted them.
Once messages have been posted they may be shared,


http://www.saferinternet.org.uk/advice-centre/

likedand commented on (in ways not originally intended).
If so, there will still be copies in existence and if the recipient
saves animage/screenshot they will have copies that can
be distributed. These copies could be disclosable under
the Freedom of Information Act 2000 or under the Data
Protection Act 2018 - they will also form part of the child or
subject’s digital footprint - clear and unambiguous consent is
therefore key.

Social Mediaisdisclosableundertheaccessto
information regimes

Both the Freedom of Information Act 2000 and Data
Protection Act 2018 provide regimes for access to
information based onspecificrequests. Whencompleting
risk assessments for publishing personal data this must be
considered as part of enabling the rights of data subjects. Fol
legislation also mandates that anything published as publicly
accessibleis potentially disclosable (subject toexemptions),
either at the time or as part of any request.

Do staff and governors need another account

for work?

Inthe same manner that using personal e-mail accounts for
work means that they will be subject to Fol requests, the
sameappliesforSocialMediaaccounts. Itisrecommended,
on safeguarding grounds, that dedicated work accounts are
used and managed by the school. Any official school account
should be tied to school e-mail addresses, and ensure that
thereistransparency within the schoolonwho hasaccess to
these accounts.

Creating a Social Media account

Here are some steps to consider when creating a Social
Media account. Please note that these guides are generic
andarebasedonactionsat the time of writing. Social Media
tools change at afast pace and youshould always check with
the provider for specific guidance for use within education,
or check with organisations such as the UK Safer Internet
Centre or ChildNet.

Creating a Facebook account

+ Go to www.facebook.com

+ Enter your name, e-mail or mobile phone number,
password, date of birth and gender

+  Click Create an Account

+ Tofinish creating your account, you need to confirm
your e-mail

Creating a class page/group on Facebook
Facebook really has two options to use when setting up a
classroom account; you can create either a page or a group.

Pages are public foreveryone tosee, like, and comment
on. There is the capability to block specific Facebook users
if there are issues, but in general it is a very open platform.
Individuals create the page through your personal account,
but that doesn’t mean followers can see the creator’s
personal posts.

Groups can be made private or public. They can even be
made “secret” so that invitations can be sent just to the
parents of a particular class Youshould not send personal
friend requests when setting up groups; invite them to your
page with a link by copying it into an e-mail.

Creating a Twitter account

Once you are on the Twitter homepage, enter your full
name, e-mail address and password to create your account.
ClickonSignupfor Twitterand, onthe next page, Twitter
will use your name as your username if it’s available (if

you want to change this then do so at this stage). Click on
createmyaccount. Twitterwill offerafewrecommended
accounts to follow - you can simply close this window, as
my recommendationwould be toonly follow those Twitter
accounts whichmake sense - and arerelevant - to you. You
will receive an e-mail from the Twitter verification team, click
on the link in the e-mail to verify your account. Do remember
todothisasitisanimportant step. Once you have verified
your account, you will be taken to the Twitter home page and
you will be logged into your account.
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What You Need to Know About Social Media Continued

Creating and Sending messages/posts
Here are some steps to consider when sending messages
and posting:

+ Do you need to send thismessage/post?

+ Doyouneedtocommunicate via Social Media, or would
it be more appropriate to telephone or speak with
someone face-to-face?

+ Ensure that the messages/posts are clearly written

+ Donotusetextlanguageorinformallanguageinschool
messages/posts

+ Alwayssignoff withaname (andschool contact details -
never personal details)

+ Makesure that you use plain Englishand ensure that
you have made it clear how you need therecipient
to respond

+ Never write whole messages/posts in capital letters as
this can be interpreted as shouting

+ Always spell check messages/posts beforeyou
send them.

Sending attachments

Sending attachments on Social Media should be avoided;
youshould not be sending content to parents etc. via this
platform. If they want to receive content, then they should
make arequest in person at the school or via authorised
means for it to be processed. This ensures that compliance
with data protection legislation is followed, as well as
ensuring safeguarding issues are considered.

Broadcasting Information

Where information is broadcast across Social Media, a record
of content/audience/information may be recorded. This is
bothgood practiceforensuringa ‘draft’ isclearly written
and recorded, but also allows the school to monitor what
information has been shared and about whom.

Cascading Information

Where information is being re-broadcast/cascaded (e.g. a

shareoraRT)thenitisgood practice tostillrecordthisina
log. Ininstances where adatasubject linked to the school

hasbeenre-broadcastitisstillaffected bybothFoland DPA
access regimes.
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Where posts are automatically cascaded betweendifferent
social networks the security implications need to be
considered to ensure that:

a) Onlytherightlevel of accessisin place, ensuring
that personal details from one platform do not ‘leak’
into another platform without your permission;

b) Any permissions or restrictions on sharing
information on particular platforms are taken into
consideration (consent records are key for this as
some data subjects may not consent to information
going onto particular Social Media platforms), and;

c) Youare aware of any differences in retention periods
between platforms.

Statistical Information

As more schools become media and marketing savvy,
reviewing the statistics of Social Media tools is increasing.
Generally, these hold little direct information about
individuals, but where it is recorded then data minimisation
principles need to apply.

Marketing

Whereinformation is broadcast across Social Mediain an
indirectmanneritis generally accessed by those who have
chosentoviewandaccess theinformation. Where people
have ‘subscribed’ to follow anything broadcast by the school
thenaclearrecordof that subscriptionis needed. In the
same way that e-mails are subject to Privacy and Electronic
Communications Regulations 2003, Social Media tools also
fall under this umbrella.

Managing YourInbox

This section contains some hints and tips about how to
manageincoming messages and posts. Rememberthat this
dependsonyourexpecteduseof each platform. Where you
rely onany tools as part of early contact of incidents, you
need to make sure it is readily monitored and is part of a
range of controls you have in place.



Manage interruptions
Incoming notifications can be an irritating distraction. The
following tips can help manage the interruptions:

« Turn off any alert informing you of a notification;

+ Plan times to check notifications into the day;

+ Only respond to posts and messages during school
working hours. If you respond out of hours recipients
will begin to expect a reply whenever they send
a message which could cause issues and
unrealistic expectations.

Manage content
Whereimportantinformationisrelayedtotheschooldueto
any incidents or early notifications from parents/stakeholders,
apermanentrecordshould be recordedin the appropriate
system, including details of theoriginal source (e.g. Direct
Message from Twitter). This not only allows you to manage
yourrecords butalso makes access totheinformationmore
appropriate for relevantstaff/individuals.

Acknowledgements

Original content developed for the 2018 revision
of the toolkit by

Tony Sheppard GDPR in Schools
Becky Taylor Acorn Trust

INFORMATION AND RECORDS MANAGEMENT SOCIETY 25



Information Security, Business Continuity and Digital Continuity

Introduction

These guidelines have been developed to provide
information on how to ensure that the school’s management
of information and records complies with your legal
obligations under Data Protection law and allows you to
recover your records following a security incident.

The sections are:

+ Information Security

+ Business Continuity

+ Data Breach Management

+ Essential Resources and Legislation

Therequirement for information security within the General
DataProtectionRegulation (GDPR)isthat theschool’suse
of datamustensure “appropriatesecurity of the personal
data, including protection against unauthorised or unlawful
processing and against accidental loss, destruction or
damage, using appropriate technical or organisational
measures”.

When considering the appropriate level of security for the
school’s information and records, factors will include the risk
appetite of the governing body, and any relevant policies your
IT provider or governing body already has. There are tools
andstandards forassessinginformationsecurity maturity.
These are included at the end of this guide.

Information Security

Schools must have controls in place to ensure the
confidentiality, integrity and availability of the important data
they process. These include:

Access Controls and Permissions

Apolicy, with associated procedures, must bein place to
manage access tosystems and records. This shouldinclude
limitsonhow usersaccesstheresources, whichuseractions
canbe performed, and what resources users can access.
Records should be made of what level of access is granted
and retained as part of ‘new starter/change of role’ records,
so that access can also be correctly updated when staff leave
orchangeroles. Itshouldalsodetailwhoisable toauthorise
requests to change people’s permissions.
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Where individuals are given access to personal or sensitive
data, additional training should be provided to ensure
that they are aware of the increasedrisks, responsibilities
(including confidentiality responsibilities), and the
consequences of unauthorised access.

Staff and students must be required by the system to
maintain a strong password, which must be changed as
appropriate, dependingonthevarioussystemsinvolved.
Guidance is available from the Information Commissioner’s
Office (ICO) (see section 5 of this guide).

Recent court and ICO decisions concerning employees’
unauthorised access to sensitive information - and
subsequent criminal actions in publicly posting the
information - highlight the need for schools to be able to
maintain audit trails of who has access to information, as well
asensuring that appropriate security measures, including
supervision, are in place.

As the Data Controller, your school should have Data Sharing
Agreementsinplacewith DataProcessorsand/orother 3rd
parties you share data with (including Joint Data Controllers).
These will include information about relevant Access
Controls and Permissions, including references to sub-Data
Processors. Seek guidance from the school’s Data Protection
Officer (DPO) where appropriate.

Physical Security

Physical access to records should berestricted. Key IT
Infrastructure, servers, certain desktop/laptop devices and
paper records must be kept in restricted environments, or
areas with controlled access.

Clear policies, which are readily understood by staff, must be
inplace governing any removal of hard copy documents off
site. Whilst theremoval of hard copy documentsisnot tobe
encouraged, there may be occasions when it is necessary, in
which case there should be a process for logging it.



There should also be guidelines for staff regarding locking
documentsin the boot of a carif the informationis tobe
unattendedforaperiodof time, when they mustensure
that information is kept on their person, not leaving
documentation in a vehicle overnight etc.

Ideally documents should be logged as having been taken
outand must bereturned toschool at the earliest possible
opportunity. Aswith any policy, itisessential that these
messages are reinforced at appropriate opportunities with all
staff, beyond the point of induction.

Staffshouldbe particularlyalert tothe needtoshredtrip
packsuponreturntoschool, particularly since they will
contain particularly sensitive health and behavioural data of
the pupils concerned.

Inschool, filing cabinets containing personalinformation
must be lockedasshouldany recordsstorage areas. Thiswill
be paramount in the case of safeguarding records maintained
by the Designated Safeguarding Lead, but it will also apply to
any classrecordsmaintained by staff within the classroom.

Arecord of files checked out from a central system must

be maintained, logging their location. Access should also be
loggedinthesamemanner/samerecordasfordigital access
to records and resources, where appropriate (e.g. Pupil
Records Archive).

A clear desk policy is the best way to avoid unauthorised
access to physical records which contain sensitive or personal
information -itinvolvestheremoval of the physical records
whichcontainsensitive personalinformationtoacupboard
ordrawer (lockable where appropriate). It does not mean
that the desk has to be cleared of all its contents.

Documents containing personal data must be collected
immediately from printersand not left on photocopiers.
Schoolsshouldideally requirestaff tologontoaprinteror
copiertoobtaintheirprints, thusreducing theriskof data
breaches. However, staff must be aware of the possibility of
documents being left on the scanner areaof the copier, or
documents being produced in the event of a paper jam.

Where physical access cannot be fully restricted then security
measure should be taken to deal with possible removal of
devices, including physical restraints (locks) and encryption.

Remote Access

A remote access solution allows access to any files,
databases or information systems on the network whilst the
member of staff or studentis not physically locatedinthe
school. It should have strong security controls putinplace
and regular reviews to ensure that it is still secure.

Schools should decide what restrictions are necessary to
preventinformation orrecordsbeing downloaded, transferred
or printed whilst the user is offsite. Devices connecting to
any remote access system should be considered as part of
the network and all appropriate security measures should be
takento protect the networkandallsystemsfrom possible
attacks from that device or any other source.

Bring your Own Device (BYOD)

Inenvironments where BYODis permitted, policies need to
beinplace toregulate the usage of such devices. Itis best
practicetoensurestaffandstudentscan’tconnectdevices
directly to the network but have toregister those devices first.
Devicescanbesegregated fromsections of the networkand
access to key resources better controlled and logged.

Wherepersonaldataisstoredonthisdevice (viae-mail,
access to local copies of cloud storage, downloaded files,
etc.) thensuitable controls should be putin to place
toremoveit, eventothe pointof remotely wipingany
device. Where devices cannot be remotely wiped, they
should automatically wipe if repeated, unauthorised
attemptstoaccessaremade. Accessondevices that
are not encrypted should be restricted and documents
must not be stored. Access should be through secure
portalsand carefully controlled, with guidelines tostaff
being reinforced toensure that third partiescannot
gain unauthorised access to information. This includes
family members in the event that shared devices

are used. Devices must be password protected.
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Software Management

Theschool should have a policy onpatching (or updating)
software (including firmware) to ensure bugs are fixed
and any security vulnerabilities are addressed. This should
be related to the school’s risk appetite as patching early is
generally more secure, but there is an increased likelihood
of reliability issues due to bugs and potential compatibility
issues. Theschool’s IT provider should be able to make a
recommendation based on bestpractice.

Anti-virus and anti-malware software require regular updates
to provide appropriate protection, and this should happen in
anautomatedfashion, with exceptionsandissuesnotified
to designated contacts. This enables key staff to be aware of
any infections or risks to data within the school at the earliest
possible opportunity, therefore minimising risk to data. It is
also recommended that you undertake a review of protection
on an annual basis to ensure protection is still fit for purpose.

Softwareisprotected by The Copyright Designsand Patents
Act and gives rights of control in relation to the use and
distribution of software to the software company. The licence
agreement at point of purchase covers copyright and outlines
how the software can be used; failure to comply with the
licence and UK legislation can result in legal action.

Schools should actively engage suppliers and renew
maintenance agreements toensure that theyare running
the latest versions of software. More often than not, exploits
(methods used by hackers to gain unauthorised access)
arepatched/fixedintheoperating system, but outdated
legacy applications are not maintained so the threat remains.
Enforcementaction has been taken against organisations
where breaches have occurred due to known vulnerabilities
in the software and remedial action has not been taken.

Operations Management

Security incidents and faults in the system can involve
disclosure, alteration orlossof information with the potential
of adatabreachif personal dataisinvolved. Contingency
planning for such events should form part of the school’s
critical incident management policy/business continuity
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planning. It is important that any incident is reported
immediately to the Head Teacher and Data Protection Officer
(DPO)sothat containment andinvestigation canbegin (see
later section on databreaches).

The response to a security incident must include securing
evidence of breaches and evidence of any weakness in
existing security arrangements.

Systems Management

To help understand and manage the school’s information
assets (these are usually systems in which data is held
e.g. the MIS system, the HR and Payroll system, student
files, etc.) bothanInformation Asset Register (IAR)and a
Record of Processing Activity (RoPA) should be produced. It
isimportantthataschool knows and fully understands the
informationit holds and how that informationis used, so
that appropriate security and protection can be putinplace,
as per Article 30 of GDPR and steps 2-5 of the DfE Data
Protection Toolkit for Schools.

Organisations with250 or more employees must document
all their processing activities (RoPA).

There is a limited exemption for small and medium-sized
organisations that employ fewer than250 people - they
need only document processing activities that meet the
following criteria:

They are not occasional (e.g. are more than just a one-off
occurrence, or something they do rarely);

+ Theyare likely toresult ina risk to the rights and
freedoms of individuals (e.g. something that might be
intrusive or which might adversely affect individuals);

+ Theyinvolve special category dataorcriminal conviction
and offence data (as defined by Articles 9 and 10 of
the GDPR).

Within schools, this will cover a significant number of areas
and an initial review will be needed to identify what data is
being used anyway.



For furtherinformation about information audits see the
section earlier in thistoolkit.

For further information about information asset registers and
retention schedules see the section later onin this guide.

AnInformation Asset Owner (IAO) needs to be identified
for each asset or group of assets. The IAO has responsibility
toensurethat theassetismanagedappropriately, meets
the requirements of the school and monitors risks and
opportunities.

RememberInformation Assets canbehard copyfilesaswell
as IT systems or networkshares.

The ICO mentions that compiling your RoPAshould not be
a one-off activity and the document needs to be regularly
reviewed.

Planning

The GDPRrequires schools to undertake a Data Protection
Impact Assessment (DPIA) for anew project or systemwhen
the type of processing is likely to result in high risk. This could
be because you’re using a new technology or biometric data,
or because the data is related to children. Your DPIA will help
you with identifying data protection risks and will support you
in demonstrating compliance with data protection laws. It is
recommended thatyoucarryoutaDPIAforany new project
that involves using personal data.

If the school’s DPIA identifies a high risk that cannot be
mitigated, it must consult with the ICO. To conduct a DPIA
you should speak to your Data Protection Officer.

When anew systemisintroduced, itisimportant toensure
that the development system, test systemand associated
datais kept separate from the live system and data; live
data must not be used for testing or development. Where
‘piloting’ isneeded toassesssuitability, live dataisfrequently
used, but schools need to remember to treat the system as
if it was a full system and complete any risk
management activities.

Theschool alsoneeds to ensure that they do not forget
toremove data at the end of an unsuccessful ‘pilot’.

For further information about GDPR see the relevant section
below.

Training
Staff, including governors and volunteers, should undergo
regular training on thefollowing:

+ Dataprotection, including recognising what a subject
access request is

+ Correct use of devices and systems

+ Information security

+  Online safety

+ Acceptable use of the school’s IT facilities

+ The school’s procedures and protocols for sharing and
disclosing personal data

Training is essential to establish a sound culture of good data
protection practices. It should help to prevent data breaches
and, intheeventthatadatabreachoccurs,itshouldhelpto
mitigate any action taken by the ICO against the organisation.
The ICO will inevitably be interested in what training
employees have had wheninvestigating any breach that is
reported to it.

Network and Storage Management

Where schools make use of cloud storage instead of, or
alongside, physical onsite servers, you should always ensure
that the location of the cloud storage and the security offered
is appropriate for the information and records stored.

Appropriate client software should be available to transfer
data in a secure manner, and relevant licences should ensure
that the correct level of service is used as sometimes the
free version of an online service (file sharing service, survey
provider) can be less secure than the business or premium
version. Where files will be synced to local devices, access
should, where possible, be controlled toensure thatitonly
syncs to agreed and encrypted devices.
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Schools should try to keep data in one place as much as
possible-e.g. if Office 365isthesharing platform, Google
Drive should not be used aswell.

The use of memory sticks and USB devices should be
discouraged and, at a minimum, all should be encrypted.

Business Continuity
Business continuity planning includes all the steps and

activitiesrequired tomaintainoperationsintheeventofa
disaster or disruption. It is often made up of various activities
including business impact and risk assessment, business

continuity and disaster recovery.

Business Impact Analysis (BIA)

ABusiness Impact Analysis will enable you toidentify what
records are critical to the running of the school. You can then

identify what systems and data are required to allow you

toaccessand maintain these records. Your BIAwill support

youin planning the recovery of hard copy and electronic

records that are critical to the operations of the school. Your
IT provider should be able to work with you to identify critical

IT systems and ensure that they are covered by effective
backups.

A risk assessment should also be carried out which will
identify the threatsandvulnerabilities to the records you

process. You should consider how resilient your systems are,
as these will be critical in ensuring the school can still access

important data.

The school should identify ways to protect school records

in relation to the threats and vulnerabilities identified. These

should focus on protecting the confidentiality, integrity and
availability of your data whether held on a computer or in
paper copy.

Remember that prevention of damage to paperrecords
must be considered. Metalfiling cabinetsareagoodfirst
level barrieragainst fireand water. Storevitalrecords with
appropriate security, not on open shelves or on the floor.
Ideally, consideration should be given to transferring paper
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recordstoelectronic recordswhere possible, with appropriate
electronic backups in place.

Backup Strategy

The school’s IT provider can help to decide a suitable
schedule for IT backups, based on the outcome of the
Business Impact Analysis, giving priority to vital systems. This
will also ensure they are aware of the school’s priorities when
it comes to disasterrecovery.

The school’s disaster recovery plan should focus on the
restoration of records to a usable state, whether held on a
server or in a filing cabinet.

The plan should include an incident response team, detailing
the job roles within the school that are required to work
togetherintheeventof adisaster. Itisimportant that the
school’s DPO is involved in disaster response and knows
when a breach needs to be reported to the ICO.

Inadditiontothe plansforrestoringyourIT systemsto
business as usual, you will need to consider:

Who is responsible for liaising with the incident
response team?

Remember if there has been a data breach, you will need
to investigate and decide whether you need to report to the
Information Commissioner’s Office. If indoubt youshould
contact the ICO helpdesk for advice - 0303 123 1113 during
office hours.



The need to ensurethe school knows whatithaslost

+ How will it track down paper files that have been
checked out?

+ Doesithave details of suppliers who may be able to
recover important records that have been damaged?

+ Are there any costs that might be associated with the
restore? Has appropriate provision been made in the
budget for this?

+  Whoisresponsible for authorising the restoration of data?
For example, the restoration of a MIS database may
require multiple authorisations for the restoration to take
place (i.e. both the Network Manager and the Data
Manager have to agree to the restoration).

Thedisaster recovery planshould be testedtoensure
thatitcanbe trusted. For example, a simulation test for
electronic records could involve restoring your MIS to a test
environment.

Data Breach Management

As with all other organisations, schools have had to deal with
databreachesin the past and have done sowith avariety of
methods which haven’t always been consistent. The recent
changes introduced by GDPR and the Data Protection Act
2018 have consolidated what should be done and this
sectionreviews theapproach tomanaging recordsaround
Data Breaches.

Therearearange of methodologies formanaging breaches,
how investigations take place, language used for contacting
datasubjects, etc. The DfE has published aDataProtection
Toolkittohelpsupportschoolsand the ICO hasalso provided
advice on reporting a Personal Data Breach (see section 5
forlinks), with aspecific formtohelporganisations gather
data should they need to report such a breach.

As part of Data Breach Management, the school will need
quick access tokeyrecords. Ensuring your DPO and any Data
Protection leads have access to this information is essential.

All breaches should be internally logged
for a number of key areas.

+ Datadiscovered/reported to the school (key for starting
the 72-hour countdown)

+ Review of breach - what impact it had (understanding
whether it is a Personal Data Breach or not), including any
commentary, category of data disclosed, number of
records, etc.

+ Records of any immediate actions (to close the breach/
minimise risk to individuals if needed)

+ Resultant risk and subsequent report (if risk to individuals
thenreporttolCO, if significantrisk toindividuals then
report to data subjects too)

+ Subsequent actions

+ Status (notabreach, not areportable breach, reported-
ICO, reported-Data Subjects)

+ Additional actions

+ Completed

The ICO form allows you to record a lot more detailed
information and there are a range of toolkits and compliance
engines available to hold more detailed information or guide
youthroughactions. Updates toguidanceare publishedvia
the ICO and specific school guidance via the DfE on aregular
basis. The school’s DPO will help the school decide if a
breach needs to be reported to the ICO.

Records on breaches and subsequent actions will need
toberetained to show how the school has complied with
legislation. These records should be kept according to your
recordsretentionschedules, whichshould specify thata
record is retained until the students concerned would reach
theage of 25. Fordatabreachesrelating tostaff data the
retention period would be ‘current year + 6 years.
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For further information about data breaches see the section
on GDPR below.

Essential Resources

From the ICO Website:
https://ico.org.uk/for-organisations/guide-to-the-general-
data-protection-regulation-gdpr/security/passwords-in-online-
services/

https://ico.org.uk/for-organisations/guide-to-the-general-
data-protection-regulation-gdpr/data-protection-impact-
assessments-dpias/when-do-we-need-to-do-a-dpia/

https://ico.org.uk/for-organisations/guide-to-the-general-data-
protection-regulation-gdpr/personal-data-breaches/

From the Government:
https://www.gov.uk/government/collections/statutory-
guidance-schools

https://www.ncsc.gov.uk/guidance/gdpr-security-outcomes

https://www.gov.uk/government/publications/data-
protection-toolkit-for-schools

Useful Standards and Models:

1SO027000 series - Information Security
https://standards.iso.org/ittf/PubliclyAvailableStandards/
c073906_ISO_IEC_27000_2018_E.zip

BS10008:2014 Evidential Weight and Legal Admissibility of
Information Stored Electronically

ARMA GARP Maturity Model
https://en.wikipedia.org/wiki/Generally_Accepted_
Recordkeeping_Principles

COBIT (IT Governance Framework)
http://www.isaca.org/cobit/pages/default.aspx
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Relevant Legislation

General Data Protection Regulation

Data Protection Act 2018

Freedom of Information Act 2000

Human Rights Act 1998

Privacy and Electronic Communications Regulations 2003
Copyright Designs and Patents Act 1988
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Digital Continuity

The long-term preservation of digital records is more
complex than the retention of physical records.

A large number of organisations create data in
electronicformatwhichneedstoberetainedfor
longerthan7years.Ifthisdataisnotretainedin
accessible formats, the organisation will be unable to
defend any legal challenge which may arise.

In order to ensure that digital records are retained
inawaythatensurestheycanberetrievedinan
accessible format when they are required, all records
which arerequired to be retained for longerthan 6
years should be part of a digital continuity statement.

The average life of a computer system can be as littleas 5
years, however, asdigital continuity isresourceintensive, only
records which are required to be retained for 6 years
(inlinewith the Limitation Act 1980) or longer should be
subject to digital continuity statements.

The Purpose of Digital Continuity Statements
Adigital continuity statementwill notneedtobeapplied to
all the records created by the school. The Retention Schedule
should indicate which records need to be subject to a
digital continuity statement. Any record which needs to be
preservedfor longer than 6 years needs tobesubjecttoa
digital continuity statement.

Appropriaterecords need to beidentified asearlyin their
lifecycle as possible so that the relevant standards can be
appliedtothem. Conversely, any recordswhichdonotneed
tobeincludedin the policy should also be identified in the
early part of the lifecycle. Digital continuity statements should
only be applied to principal copy records.

Allocation of Resources

Responsibility for the management of the digital continuity
strategy, including the completion of the digital continuity
statements should rest with one named post holder. This will
ensure that eachinformation asset is “vetted” for inclusionin
the strategy and that resources are not allocated to records
which should not be included in the strategy.

Storage of Records

Where possible, records subject toadigital continuity
statement should be “archived” to dedicated server space
which is being backed up regularly.

Where thisisnot possible the records should be transferred
tohighqualityCD/DVD, if theyaretobeincluded with paper
documentation in a paper file, or onto an external hard drive
whichisclearly markedandstoredappropriately. Records
stored on these forms of storage media must be checked
regularly for data degradation.

Flash drives (also known as memory sticks) must not be
usedtostoreany recordswhichare subject toadigital
continuity statement. This storage mediais prone to
corruption and can be easily lost or stolen.

Storage methods should be reviewed on a regular basis
toensurethat newtechnologyandstoragemethodsare
assessed, and where appropriate added to the digital
continuity policy.

Migration of Electronic Data

Migration of electronic data must be considered where the
data contained within the system is likely to be required for
longerthanthelifeof thesystem. Where possible, system
specifications should state the accepted file formats for the
storage of records within the system.

If data migration facilities are not included as part of the
specification, then the system may have to be retained in its
entirety for the whole retention period of the records it
contains. This is not ideal as it may mean that members of
staff have to look on a number of different systems to collate
information on an individual or project.

Software formats should be reviewed on an annual basis to
ensure usability and to avoid obsolescence.
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Degradation of Electronic Documents

In the same way as physical records can degrade if heldin
the wrong environmental conditions, electronic records can
degrade or become corrupted. Whilst it is relatively

easy to spot if physical records are becoming unusable, it is
harder to identify whether an electronic record has become
corrupted, or if the storage medium is becoming unstable.

When electronic records are transferred from the main
system to an external storage

device, the datashould be backed up and two secure copies
of the data should be made.

Thedataontheoriginal deviceand the back-upsshouldbe
checked periodically to

ensure thatitisstill accessible. Additional back-ups of the
data should be made at least

once a year and more frequently if appropriate.

Where possible, digital records should be archived within
acurrent system. For example, a designated server where
“archived” materialisstored, or designated storage areas
within collaborative working tools such as SharePoint.

Internationally Recognised File Formats
Records which are the subject of a digital continuity
statement must be “archived” in one of the internationally
recognised file formats.

Review of Digital Continuity Policy

The Digital Continuity Policy should be reviewed on a bi-
annual (or more frequently if

required) basis to ensure that the policy keeps pace with the
development in technology.

Digital Continuity Strategy Statement

Eachdigital continuity statement should include the

following information:

+ Statement of business purpose and statutory
requirements for keepingrecords

+ The statement should contain a description of the
business purpose for the information
asset and any statutory requirements, including the
retention period for the records.
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This should also include a brief description of the
consequences of any data loss.

By doing this the records owner will be able to show why
andfor how long theinformation asset needs to be kept. As
digital continuity can be resource intensive, it isimportant
thattheresourcesareallocatedtotheinformationassets
which require them.

Names of the people/functions responsible for long
term data preservation

The statement should name the post holder who holds
responsibility for long-term data preservation, plus the post
holder responsible for the information assets. The statement
should be updated whenever thereisarestructure which
changes where the responsibility for long term data
preservation is held.

If the responsibility is not clearly assigned there is the
danger that it may disappear as part of a restructure
process rather than be reassigned to a different post.

Description of the information assets to be covered by
the digital preservation statement

Abrief description of the information asset taken from

the IAR.

Instructions for when the record needs to be captured
into the approved file formats

The record may not need to be capturedin to the approved
fileformat at its creation. For example, an MSWord document
need not be converted to portable document format (PDF)
until it becomes semi-current. The digital preservation
statement should identify when the electronic record needs
to be converted to the long term-supported file formats
identified above.

Workflow process diagrams can help identify the
appropriate places forcapture.



Description of the appropriate supported file formats
for long term preservation

This should be agreed with the appropriate technical staff.

Retention of all software specification information
and licence information

Where it is not possible for the data created by a bespoke
computer system to be converted to the supported file
formats, thesystemitself willneed tobe mothballed. The
statement must contain a complete system specification for
the software that has been used and any licence information
whichwill allow the system to beretainedinitsentirety.

If this information is not retained it is possible that the data
contained within the system may become inaccessible,
with the result that the data is unusable with all the ensuing
consequences.

Description of where the information asset is to be
stored

Description of how access to theinformationassetistobe
managed within the data security protocols

The data held for long term preservation must
beaccessiblewhenrequired, butalsomustbe
protected against the standard information security
requirements which are laid down for records within
the authority. The statement must contain the policy
for accessing the records and the information security
requirements attached totheinformation assets.

Please note that this content has beenincluded from the
2016 version of the IRMS Records Management Toolkit for
Schoolsandhasnot beenreviewed. Theoriginal sectionon
Digital Continuity was created by the Editor.
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of their retention period

Please be aware that under the terms of The Independent
Inquiry into Child Sexual Abuse (IICSA) it is an offence
to destroy any records that might be of relevance to the
Inquiry . Thisoverridesall business, statutory, regulatory
or legal retention requirements, including data protection
requirements and the data subject’s right to erasure. It is
anticipated that upon conclusion of the Inquiry, further
guidance regarding retention will be published.

1. Managing Records Retention

The fifth data protection principle states that “Personal data
must be kept for no longer than is necessary for the purpose
for which it is processed” . Therefore, all records, in all
formats, should be subject to an applicable retention period,
as defined by business, statutory, regulatory, legal or historical
requirements. All retention and disposal decisions should be
documented in a Retention Schedule as part of the school’s
records management policy (see Retention Guidelines
section).

Each school should have an officer designated as their school
records manager, with responsibility for ensuring records
areretained, reviewed and destroyedinaccordancewith
requirements, and as soon as possible once their lifespan
hasexpired. The local review will determine whether records
are to be selected for permanent preservation, destroyed,
digitised to anelectronic format or retained for ongoing
business or legal purposes.

All records in all formats must be assigned a retention
period and disposal date, either upon creation or when they
ceasetobeinactiveuse,inaccordancewiththeRetention
Schedule or policy. A system should be implemented to
routinely identify records as soon as they reach their disposal
date. Thismay form part of an electronic record-keeping
system or a manual system.
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Disposal must be carried out in a timely manner to:

+ Ensure compliance with business and legal
retention requirements
+ Improve the efficiency of the record keeping system
+ Free up storage space
+ Reduce associated storage and management costs

Destruction must include all backup and duplicate copies,
inallformats. Thisisespecially vital for personalinformation

which may be kept in various hybrid record keeping systems.

2. Principles of Disposal

Schools mustagreeastandardpolicyand procedurefor the
safe disposal of records. This policy must be communicated
to all employees and regularly reinforced to avoid any
possible data breach. Furthermore, if retention periods are
not complied with, material will still have to be provided if
a Data Subject Access request or Freedom of Information
request is received.

The disposal method must be applicable to the content
and format of the information. Paper and electronic records
should be disposed of separately, i.e. floppy disks, CDs,
DVDs, tapes, USBs, etc. should not be putintoconfidential
waste containers containing paper as they require different
disposal methods and could damage shredding equipment.

Destructionmust be undertakeninaway that preserves
the confidentiality of the information and which makes it
permanently unreadable or unable to be reconstructed or
re-instated. Special care should be taken when destroying
personal, sensitive or commercial information and
confidentiality should be paramount atallstagesof the
process.

3. Destruction of Records by Type

3.1 Paper Records
All hard copies of official records and those containing
personal data must be destroyed using confidential methods,
rather than being placed in general waste bins or skips,
which could result in a data breach. Specialist companies can
provide confidential waste bins and other services to ensure
records are disposed of in an appropriate way.



Open confidential waste bins - this method is most
suited to low-level administrative records, not containing
sensitive personal data, which are not governed by a
business or legal retention period, and which do not
require full audit trails. Bins must be placed in areas
wheresecurityandaccessare not compromised. They
must not be placedin public areas, such as reception
areas. Theymust be clearly labelled as ‘confidential
waste’, with contents being shredded on a regular basis.
Office shredding machines - these are not usually
practical, due tolimited capacity andinefficientuse of
staff time. Ideally, they should be restricted to small
ad-hoc quantities and for highly sensitive and confidential
documents that should be shredded immediately.
Cross-cut or micro-shredders are preferential to strip-cut
shredders as they produce much shorter length strips
which ensures higher security levels. Controlled use

of an office shredder may be the only option for schools
with limited budgets who cannot afford to pay for a
regular shreddingservice. A process needs to be agreed
and followed in schools that are using a shredder to

ensure thatinformation security is maintained at all times.

Secure shredding cabinets - these are available with or
withoutin-builtshreddingmechanisms. Theyenable
records tobe heldsafely untilremoved for shredding
orrecycling. Theymust be lockedandplacedinasecure
office location, with a tamper-proof post slot and should
be emptied regularly.

Confidential waste sacks - these are available from
shredding contractors. Bags must be secured (e.g. zip
tied) insitu, placedinasecure areawhilst awaiting
collection and a log created to identify how many bags
are awaiting collection, as well as the contents of

the bags.

Shredding contractors - provide the most secure method
of shredding. GDPR requires that a contract beinforce
between the data controller (the school) and the
processor (the contractor) to ensure that they both
understand their obligations, responsibilities and liabilities,
evenif thedestructionistaking placeontheschoolsite.

The school will retain the responsibility of data controller,
aswell as the liability for non-compliance caused by the
contractor under GDPR. However, if the contractor breaches
the terms of the contract or acts outside of the school’s
instructions, it will become liable under GDPR. It is therefore
essential that schools check the terms of the contractand
setoutinstructionsinaDataProcessing Agreementonhow
theschool’sdatamustbehandled. Itisrecommended that
schools check their insurance to ensure that they are not
at undue risk and are adequately covered. For example, if

a contractor disposed of confidential waste inappropriately,
security was breached, or data was otherwise lost whilst in
the care of the contractor.

Third party contractors should be certified to the following:

BSEN15713 - secure destruction of confidential material
BS7858 - staff securityvetting

ISO 9001 - service quality

ISO 14001 - environmental management standard

ISO 27001 - information security

O O O O ©o

Additionally, membership of the following organisations and
associations are recommended:

BSIA - British Security Industry Association

FACT - Federation Against Copyright Theft

FTA - Freight Transport Association

FORS - Fleet Operator Recognition Scheme

NAID - National Association for Information Destruction
SafeContractor - health and safety assessmentscheme
UKSSA - UK Security Shredding Association

O O O O 0O O ©o

Third party contractors provide a short chain of custody,
whichsignificantly reduces therisk of adatabreach.
Accredited contractors will meet requirements for
environmental conditions, the physical security of vehicles
andfacilities, and they will shred toa minimum of DIN3.
Shredding contractorsshouldbe trainedin the handling
of confidential records. Their premises, policies, processes
and accreditations should be regularly audited to ensure
compliance to requirements.
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Safe disposal of records which have reached the end
of their retention period Continued

Whilst contractors with accreditation may have had DBS
checks, schoolsshould assess the level of riskinaccordance
with theirstaff supervision policies, inordertodetermine
whether safeguarding requirements are met and whether full
supervision is required.

Many contractors can provide both mobile on-site shredding
and off-site shreddingservices. Mobile shredding services
ensure thatall material has left the premises shredded to
approvedstandards. However, they also tend to be more
expensive which means that schools are less likely to opt for
them. The chain of custody and Certificate of Destruction
mean that when an approved shredding contractor picks
up the material and takes it offsite, all legal responsibility
transfersfromtheschool tothe contractor. If the school
has completed its GDPR due diligence on the shredding
contractor, off-site shredding is just as secure and possibly
more economical than mobileshredding.

Approved contractors should always provide a Certificate
of Destruction, which should be retained with details

of individual records destroyed. A secure area must be
designated where records can be stored prior to shredding.

Itis vital to ensure shredded material cannot be put back
together. The European standard, DIN 32757, is the standard
forpapershredding. Therearesixlevels, ranging fromDIN1
to DIN6. The higher the number the higher the standard

of shredding and the smaller the shred size. DIN 1 - 2
provides the least level of security, withDIN 5 - 6 being used
mainly by central government and the military. DIN 3 - 4 is
recommended for public authority records, including school
records.

3.2 Electronic and Other Media Records

Deletion of electronic records should be amanaged and
auditable process in the same manner as paper records.
Records should be routinely identified for deletion and
should be authorised by the relevant senior officer. Before
deletion, it must be determined that all legal and business
requirementshave expired, andthat thereisnorelated
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litigation orinvestigation. Records must be securely deleted
in accordance with the school’s security policy. Processes
must bein place toensure that all backups and copies are
included in the deletion process.

However, it is not always straightforward to delete
information from electronic systems. If a system is not able
topermanentlyand completely deleteallelectronicdata, it
should be ‘put beyond use’. This means it should:

+ Notbe used for any decision making, orinamanner
which affects an individual in any way

+ Not be given to any other organisation

+ Have appropriate technical and organisational security
and access controls

+ Be permanently deleted when this becomes
technically possible

If information is ‘put beyond use’ the individual’s Data
Subject Access right is exempt . However, if such information
is still held it may still need to be provided in response to a
court order.

The method of deletion should be suitable to the type of
information. Theschool’sICT departmentorIT provider
shouldbe able toadvise onthemost appropriate method.
Common methods for deleting electronic records are:

+ Deletion - this is the easiest and most appropriate
method for non-confidential records. However, it is
important to remember that deletion from a server may
not be sufficient, as this only destroys access to
therecord -e-discovery andrecovery tools willstill be
able to recover the information. To achieve full
destruction, overwriting with random digital code may be
more appropriate.

+ Overwriting - this method makes e-discovery and
recovery more difficult. Itisrecommended to overwrite
using random digital code at least three times.

+ Degaussing (magnetic media) - exposing magnetic
media, such as tapes and floppy disks, to a magnetic field
scrambles the data beyond use or re-instatement.



+ Physical destruction of the storage media - physically
destroying the media on which the information is stored
is the most suitable method for portable media:

. CDs/DVDs/Floppy Disks should be cut into pieces
. Audio/Video Tapesand Fax Rolls should be
dismantled and shredded
. Hard Disks should be dismantled and sanded
. USBs should be submerged in water
and dismantled.

The ICO and National Cyber Security Centre (NCSC) make
certain recommendations for organisations with regards to
deleting, remarkingorrecycling IT equipment. Inaccordance
with this it is recommended to use an IT asset disposal
company thatis fully certifiedwith theindustry body, the
Asset Disposal Information Security Alliance (ADISA) .

4. Transfer of Information to Other Media

Where lengthy retention periods have beenallocated to
records, the school may wish to consider converting paper
recordstoanalternative format, such as microfilm or digital
media, e.g. scanning. The lifespan of the media, and the
ability to migrate data where necessary, should always be
considered.

Considerationshouldalsobegiventothelegaladmissibility
of records that have been converted from paper to electronic
media. Itis essential to have procedures in place so that
conversion is done in a standardised fashion and to ensure
the quality of the electronic version. Organisations must be
able to evidence that the electronic version is a genuine copy
of the original, and that the integrity of the data has not been
compromised.

It is recommended that original versions of records be
retained for up to sixmonths after transfer toanalternative
media, so as to provide adequate time inwhichany issues
arising out of the data transfer process may be identified.

Specialist companies will transfer information to alternative
media, including microfilming and scanning.

Itisrecommended thatan external providerisused
for any large-scale projects, as this is more cost
effectiveandhasintegral quality assurance standards.
However, when outsourcingitisessential toensure
thatthe contractoris GDPRcompliantand conforms
toallsecurity andstaff vetting requirements, and
to have a Data Processing Agreement in place.

Reference should be made to British Standard 10008:2008
‘Evidential weight and legal admissibility of electronic
information’ when preparing such procedures.

Please note that scanning has been approved under
[ICSA, providing effective quality assurance and data
integrity standards have been met, which conform to BS
10008:2008.

5. Transfer of Records to the Local Record Office
Where records have been identified as being worthy of
permanent preservation, arrangements should be made to
transfer the records to the Local Record Office. This may be
done during the records’ active use, or once administrative
use has concluded (depending on their condition) access
requirements and advice from the Local Record Office.
Oncerecordshavebeentransferred, theywillcontinueto
be managed inaccordance with the Data Protection Act
2018 and the Freedom of Information Act 2000 and will be
subject to any applicable closure periods.

The school should retain details of what has been transferred
to the Local Record Office to enable their identification, if
required for future use.

If aschool chooses to keep theirarchive records onsite
for use with pupils and parents, they should contact the
Local Record Office for specialist advice on storage and
preservation requirements.

Details of records which should be transferred
to the Local Record Office can be found in
the Retention Guidelinessection.
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Safe disposal of records which have reached the end
of their retention period Continued

6. Documenting of all Archiving, Destruction, of all records destroyed or deleted, transferred to the Local
Deletion and Digitisation of Records Record Office or converted to an alternative media. These
Tosatisfy audit, accountability, legal and business needs, it recordsshouldberetained permanently by theschool for

isvital tokeeparecordof all archiving, destruction, deletion audit purposes.

and digitisation. The Freedom of Information Act 2000

requires schools and Academies to maintain a list of records =~ Acknowledgements

which have beendestroyed and arecord of whoauthorised ~ Original contents developed by:

their destruction. Sarah Graham Information Governance Officer
(Records Management)

The Freedom of Information Act 2000 states that, as a Newcastle City Council

minimum, the school should be able to provide evidence Lia Lutfi Birmingham City Council

that the destruction of records took place as part of aroutine  Alison Marsh Salford Royal NHS Foundation Trust

records management process. Schools must assess whether
they are creating another piece of Personal Identifiable = Amendments made as part of the 2018 review by:

Information (PIl) by maintaining a record of evidence, Andrea Binding Somerset County Council
particularly if they are listing the names of the people whose  Ciara Carroll Cirrus Primary Academy Trust
records have been deleted. Andy Crow Chorus Advisers

Natalie Fear OneWest, Bathand North East
A comprehensive records management policy and retention Somerset Council

schedule will provide a detailed process to ultimately ensure
that the records have been destroyed and should stand as
the minimum required under the Fol Act.

A record should be retained of:

+ Filereference (or another unique identifier)

+ File title (or brief description)

+ Number of files or volumes

+ Date range

+ Reference to the applicable retention period

+ The name of the authorising officer

+ Date approved for disposal

+ Date destroyed or deleted from system

+  Method of disposal

+ Place of disposal (whether on-site or off site by
a contractor)

+ Person(s) who undertook destruction

Sample appendices are provided below for the recording
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Unique

Identifier

Schedule of Records
Destroyed/Deleted by
[Name of School]

File Title/
Brief
Description

Covering | Quantity/ | Retention

Authorising | Date Approved
Officer for Disposal

Date
Destroyed

Disposal
Method

Place of | Destroying
Disposal | Officer/Contractor
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Safe disposal of records which have reached the end
of their retention period Continued

Schedule of Records Transferred by [Name of School]
to [Name of Organisation/Local Record Office] for Permanent Preservation

Covering Dates Unique Identifier Quantity

On behalf of the school: On behalf of the Organisation/Local Record Office:
Signed: signed:
Name (PRINT): Name (PRINT):
Job Title: Job Title:
Schoot: Organisation.
Date: Date:

Please return completed form to the school for permanent retention.

Proforma for individual pupil records to be converted to electronic media

Original Full Nameof | Date of Original New Date New
Unique Pupil Birth Format of | Format Digitised Unique

Identifier Record of Record Identifier
(SURNAME, | (DD/MM/
Forename(s) [ YYYY)

On behalf of the school: On behalf of the digitising organisation:

signed: signed:
Name (PRINT): Name (PRINT):
Job Title: Job Title:
School: Organisation.
Date: Date:

Destruction of original records must be undertaken and recorded in accordance with normal destruction controls and procedures. Destruction of records
must be authorised by [insert appropriate person]. Original records must be retained for a period of [insert timeframe of 3 - 6 months] before destruction.
Please return completed form to the school for permanent retentiorg7g_1.9161239-1-5



School Closures and Record Keeping

When aschool closes, records management is often low on
the list of priorities. However, it is vital to carefully sort and
review recordsinadvance of theschool closure, toensure
continued compliance withrecord-keepingobligations.

Thereareseveral reasons why aschool may close, which
may affect where the records need to be stored and
managed:

1. Conversion to Academy Status

If asecondary school closes and subsequently becomes an
Academy, allrecordsrelating to pupils who are transferring
to the Academy must be transferred. If the Academy is
retaining the existing buildings, thenallrecordsrelating to the
management of the buildings should also be transferred. All
other records created and managed when the school was
part of the Local Authority (LA) will become the responsibility
of the LA.

Please note: A LA may decide that the new Academy is
responsible for managing all records of the school prior to it
receiving Academy status. Each LA should seek legal advice
before making any decision about the management of

records relating to schools which have become Academies.

2. Sale or Re-use of the Site

If theschoolsiteisbeingsoldorreallocated toanotheruse,
then the LA must take responsibility for the records from the
date the school closes.

3. Merger of Schools

If two schools are to be merged into one school, the
new school is responsible for retaining all current records
originating from the formerschools.

The school must determine one of four possible outcomes
for each group of records:

i.  Securely destroy all records which are expired and
due for disposal, in accordance with legal and
business retention requirements, as detailed on the
Retention Schedule.

ii.  Transfer to successor school or Academy all records
which are current and which will be required by the
new school or Academy.

iii. TransfertotheLAallrecordswhicharedormantbut
still need to be retained in order to comply with
legal and business retention requirements. This will
includerecords of pupils and employees who are no
longer at the school, all administrative and financial
records up to the point of closure, etc.

iv.  Transfer to the Local Record Office any records with
historical value, as detailed on the Retention
Schedule, orwhicharefoundas part of the sorting
exercise, e.g. registers, photographs, log books, etc.

4. Responsibilities

School - Responsible foridentifying which records need to
be destroyed or transferred to the LA, new school/Academy
or Local Record Office. The school must notify the other
organisations as soon as possible so that necessary disposal,
storage and transfer arrangements can be made. The school
must notify their ICT department or supplier to discuss
arrangements for the safe transfer or deletion of electronic
records, including all back-upcopies.

Local Authority - Responsible for the physical transfer,
storageand managementof allrecords transferred to their
care. Arrangements should be made for the appropriate
storage of records, toensure adequate security andaccess
controls. Consideration should be given to ensure records
can be easily identified, in accordance with Data Protection
legislationand Freedomof Informationand administrative
requirements. A system should be in place to identify records
when they reach expiry and arrangements should be made
to securely and confidentially destroy records. The LAis liable
for all transfer, storage and management costs from the time
therecords are received to the time they are destroyed.
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School Closures and Record Keeping Continued

Local Record Office - Responsiblefor the physicaltransfer,
storage, managementand permanent preservation of all
records deposited to their care. Records containing personal,
sensitive or confidential information must be subject to the
applicable closure period. Public access to records must
be provided, providing they are not subject to any closure
period.

5. Sorting of Records

Sortingof records is time consuming, especiallyif records
managementhasnotbeena priorityinthe past. Sufficient
time and resources must be allocated to ensure records are
destroyed in accordance with confidentiality and retention
requirements, and that records to be transferred to the LA,
new school/Academy or Local Record Office have been
properly sorted, listed and boxed.

Aprojecttosortrecordscouldbe managedinthe
following way:
+ Review all records held within the school as soon

as notification of closure is received. This must include all
records heldinallformats, including paper and those
created and stored electronically

+ UsingtheRetention Schedule (see RetentionSchedule
section), categorise records into those to be destroyed,
transferred to the new school or Academy, transferred to
the LA or transferred to the Local Record Office

+ Contactthenewschool/Academy, LAorLocalRecord
Office to make the necessary arrangements for the safe
and secure transfer of records

+ Sort, listand box the records in preparation for transfer,
ensuring records are stored in a safe environment whilst
awaiting collection

+ Plan how disposal of records will be undertaken
(see Disposal section)

+ Sortexpiredrecordsinreadiness for confidential disposal,
ensuring they are stored securely whilst awaiting disposal.
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6. Security and Confidentiality

Security and confidentiality controls must be maintained
throughout thesorting, transferand disposal exercise. Failure
todosocouldresult in accidental loss, or a data breach
under Data Protection legislation, which may result in action
from the Information Commissioner’s Office.

Allfiling cabinets, desks, shelves, cupboards and other forms
of storage must be completely emptied before the building
isvacated or before disposal. This includes removing all
drawers from their housing cabinet to ensure nothing has
fallen behind.

Records awaiting disposal or transfer to the
LA, newschool/AcademyorLocal Record
Office must be held in a secure area.

Theidentity of any third parties collecting or
disposing of records must be checked and a
collection receipt must be obtained.

Records must not be disposed of in ordinary waste bins
orskips. Insteadthey must beeither shredded orputinto
secure confidential waste sacks (see Disposal section).

Electronicrecords mustbeeithertransferredtothelA,
Local Record Office or new school/Academy or deleted in

accordance with the organisation’s IT Policy.

ALl IT equipment must be decommissioned in accordance
withtheorganisation’sIT Policy (see Disposalsection).

Undernocircumstancesshouldanyrecordsbe left behind
once the building isvacated.

It is important to bear in mind that when a school closes



the staff teams may feel a real sense of bereavement and
this will affect the way in which they view the work which
has tobe done before the school closes. Sorting out records
isusually low on the priority list, but nonetheless needs to
be undertaken. Managers will need to consider thiswhen
allocating the different elements of the task and when
deciding project timescales.

Itisadvisable tocontact the LA, Local Record Office, ICT
provider, information governance/records manager and any
other third parties, such as confidential waste contractors
and removal companies, as soon as possible to ensure
timescalesanddeadlinesarerealistic, inorder todiscuss
requirements and procedures and to make the necessary
arrangementsforthesafetransferordisposal of records.
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Checklist for Storage of Physical Records

Appropriate Storage for Physical Records
Records must be stored in the workplace in a way that does
not cause a health and safety hazard. Records must not be
stored in corridors or gangways and must not impede or
block fire exits. There should be - where appropriate - heat/
smoke detectors connected to fire alarms, a sprinkler system
and the required number of fire extinguishers. Theareain
which records are stored should be secured against intruders
and have controlled access to the working space.

Storage areas should be regularly monitored
and checked for any damage or emerging
risks, especially during holiday periods.

Hazards
The following are hazards which need to be considered
before approving areas where physical records can be stored:

Environmental Damage - Fire

Records can be damaged beyond repair by fire. Smoke and
water damage will also occur

to records which have beenin a fire, although generally
records damaged by smoke or

water can be repaired.

Corerecordsshouldbekeptincabinetsorcupboards. Metal
filing cabinets will usually suffice, but, for important core
records, fireproof cabinets may need to be considered.
However, fireproof cabinets are expensive and very heavy,
so they should only be usedin special circumstances. Core
records should be identified so that they may receive priority
salvage or protection in the event of anincident affecting the
storage area.

Records which are stored on desks, shelves or in cupboards
which do not have doors will suffer more damage than those
which are storedin cupboards/cabinets which have close-
fitting doors.
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Environmental Damage - Water

Records damaged by water can usually be repaired by a
specialist document salvage company. The salvage process
isexpensive; therefore, records need to be protected against
water damage where possible. Where flooding is involved the
water may not always be clean and records could become
contaminated as well asdamaged.

Recordsshould notbestoreddirectly underwater pipesorin
places which are liable to flooding (either from excess rainfall
or from the overflow of toilet cisterns). Records should

be stored in cabinets/cupboards with tight fitting doors which
provide protection from wateringress. Records stored on
desks or in cabinets/cupboards without close fitting

doors will suffer serious water damage.

Records should be stored at least 2 inches off the ground
(most office furniture stands at this height). Portable storage
containers (i.e. boxes or individual filing drawers) should be
raised off the ground by at least 2 inches. Thisis to ensure
that, inthe case of aflood, records are protected against
immediate flood damage.

Storage areas should be checked for possible damage after
extreme weather to ensure no water ingress has occurred.

Environmental Damage - Sunlight

Records should not be stored in direct sunlight (e.g. in front
of a window). Direct sunlight will cause records to fade and
the direct heat causes paper to dry out and become brittle.

Environmental Damage - High Levels of Humidity
Records should not be stored in areas which are subject to
high levels of humidity. Excess moisture in the air can result
inmould forming on the records. Mould can be a hazard to
human health and will damage records, often beyond repair.

The temperature inrecord storage areas should not
exceed 180C and the relative humidity should be
between 45% and 65%. Temperature and humidity
shouldberegularlymonitoredandrecorded. Storage
areas should be checked for damage after extreme
weather conditions to reduce the risk of mould growth.



Environmental Damage - Insect/Rodent Infestation
Records should not bestoredinareas whicharesubject to
insect infestation or which

have a rodent problem (rats or mice). Frequent checks
should be made to ensure that infestation has not occurred.

Disaster Recovery Kit
Adisasterrecoverykitshouldbeat hand, foruseinthe event
of anincident affecting the store. Thisshouldinclude basic
equipment, such as mops, buckets and plastic sheeting,
for managing a small-scale incident, as well as personal
protective equipment such as gloves, hard hatsetc.

Cleaning

Physical storage areas should be kept clean and tidy. Rubbish
should be removed and chemicals and cleaning materials
also removed, or kept in designated storage cabinets so that
they do not create a fire hazard.

Electrical Equipment

Useof electricalequipment within physicalstorageareas
should be kept toa minimumin order to reduce fire risks,
with all equipment being switched off and unplugged when
not in use.
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The General Data Protection Regulations (GDPR)

The GDPRforms partofthedata protectionregime
in the UK, together with the new Data Protection Act
2018 (DPA 2018). All schools need to comply with this
legislation. As part of the Government’s initiative, the
Department for Education has produced a specific
Data Protection Toolkit which can be found at
https://www.gov.uk/government/publications/data-
protection-toolkit-for-schools

The GDPR Section includes the following sub-sections:

GDPR FAQs
Data Protection: Checklist
Consent to Use Personal Data, including:

+ Checklist for consent

+ Template Consent Form 01

+  Template Consent Form 02
Subject Access Request Procedure
Breach Recording

GDPR FAQs
The following FAQs are produced alongside guidance from
the Information Commissioner’s Office (ICO).

What information does the GDPR apply to?
The GDPR applies to ‘personal data’, which means any
information relating to an identifiable living person that
directly or indirectly identifies them, i.e. you can distinguish
themfromotherindividuals. Aperson’s nameis the most
common way of identifying someone; other obviously
personal datainclude date of birth, e-mail address and
photographs of individuals.

Whether any information will identify an individual often
depends on the context; a wide range of information can
constitute personal data.

More than one piece of data may be necessary to identify
anindividual; thatinformation may already be held, or
maybeavailable elsewhere. Thismeans that lessobvious
information such as ID numbers (e.g. pupil URN/UPN or
National Insurance Number, a car registration, financial
details, Internet Protocol (IP)address, locationinformation
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etc.) can also be considered personal information.

Personal data may also include special categories. These are:

Race
Ethnic origin

+ Political opinions

+ Religious or philosophical beliefs

+ Trade union membership

+ Genetic data

+ Biometric data (where this is used for
identification purposes)

+ Health data

+ Sex life or sexual orientation

Special category data is considered sensitive

data, youmayonly process themin more limited
circumstances. Criminal conviction and offences
data are treated in much the same way.

Personal data can be found in any format; in manual
informationsuchas thatheldinstructuredpaper filesand
electronic information (e.g. information stored in network
files), in systems and on portable memory devices. Personal
data can also be found in audio recordings and video
footage, such as CCTV.

The following are instances where data is unlikely to be
personal data and the requirements of GDPR are therefore
unlikely to apply:

+ Thedataisaboutadeceased person, although a duty of
confidentiality may still exist

+ The data has been truly anonymised. Anonymous
information has to survive the scrutiny of whoever
mighthave accesstothedata; it should not be possible
for someone to work out who the information relates to.
Pseudonymised data is different, it can help reduce
privacy risks by making it more difficult to identify
individuals, but it is still personal data

+ Thedataisabout companiesorpublicauthorities,
however, information about individuals acting as sole
traders, employees, partners and company directors -
where they are individually identifiable and the
informationrelates to them as anindividual - may
constitute personal data


http://www.gov.uk/government/publications/data-
http://www.gov.uk/government/publications/data-

+ Thedatareferences anidentifiable individual but does not
relate to/concern them or their activities.

What should be included in my privacy notice?
The GDPR sets out the information you should supply and
when individuals should be informed.

The information you supply about the processing of personal
data must be:

+ Concise, transparent, intelligible and easily accessible

« Written in clear and plain language, particularly if
addressed to a child

+  Free of charge

+ Providedatthepointofdatacollectionorassoon
afterwards as possible.

See the template privacy notice which
is provided in the DfE Toolkit.

Are we a public authority under GDPR?
Ifyouareapublicauthority asdefined under the Freedom of
Information Act 2000 or Freedom of Information (Scotland)
Act 2002, youwill be a public authority for the purposes

of the GDPR. State schools and Academies in England and
Wales are public authorities. State schools in Scotland are
not public authorities in their own right but under the control
of the relevant local authority; nevertheless, head teachers
and governing boards should familiarise themselves with the
guidance below.

DoIneedtoappointadataprotectionofficer (DPO)?
Under the GDPR, you must appoint a DPO if you:

+ Are a public authority

+ Carryout large scale systematic monitoring of individuals
(for example, online behaviour tracking), or;

+ Carryout large-scale processing of special categories of
dataordatarelating tocriminal convictions and offences.

Therefore, schools and Academies should appoint a DPO.
Any organisation is able to appoint a DPO. Regardless of
whether the GDPR obliges you to appoint a DPO, you must
ensureyour organisation has sufficient staff andskills to
discharge your obligations under the GDPR.

Youmust ensure that any other tasks or duties you assign to
your DPO do not result in a conflict of interest with their role
as DPO.

Can organisations share a DPO?
If youwish, you may appoint a single DPO to act for a group
of schools, takinginto account their structure andssize.

What are the rules on security under the GDPR?
[see also the Information Security section in this toolkit]

The GDPR requires personal data to be processed in a
manner that ensuresits security. Thisincludes protection
against unauthorised or unlawful processing and against
accidental loss, destruction or damage. It requires

that appropriate technical (such as encryption and
authentication), ororganisational (suchastrainingand
implementation of policy) measures are used. Effectively
thismeans schools should assess what security measures
should be implemented to comply with GDPR.

Whatisalawful basisfor processingand which
should I use?

When processing personal data, you need a fair and lawful
reason to doso. There are six available lawful bases for
processing under GDPR:

1. The data subject has given clear consent for their
personal information to be processed for a
specific purpose

2. Itisnecessary for a contract you have with the
data subject

3. Itis necessary to comply with the law

4. Itis necessary to protect someone’s life

5. ltis necessary to perform a task in the public interest or
for official functions

6. Itisnecessary for your legitimate interests or the
legitimate interests of a third party .

No single basis is ’better’ or more important than the others

- whichever basisis most appropriate to use will depend on
your purpose and relationship with the individual.
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The General Data Protection Regulations (GDPR) Continued

Most lawful bases require that processing is ‘necessary’. If
you can reasonably achieve the same purpose without the
processing you won’t have a lawful basis.

You must determine your lawful basis before you begin
processing, and you should document it. Your privacy notice
shouldincludeyour lawfulbasis for processing aswellas the
purposes of the processing. Take care to get it right first time
-youshould not swaptoadifferent lawfulbasisatalater
date without good reason.

If your purposes change, you may be able to continue
processing under the original lawful basis if your new
purpose is compatible with your initial purpose (unless your
original lawful basis was consent).

Special category data require more protection; when using
this more sensitive data you must identify one of the six
lawful bases above and, in addition, one condition from
Article 9 of the GDPR. Dependingon the Article 6 and Article
9 lawful basis (used in a few circumstances), you may also
need to meet a condition under the DPA 2018; conditions
and how they are met are listed under Part 1 and Part 2 of
Schedule 1 of the act.

If you are processing criminal conviction data or data about
offences, the DPA2018 requires an additional condition
to be met because schools are not considered an ‘official
authority’. The conditions and how they are met are listed
under Part 3 of Schedule 1 of the Act.

If youareunsure about the basisfor processing thencontact
your Data Protection Officer.

The lawful basis for your processing can also affect which
rights are available toindividuals.

Is parental consent always required when
collecting or processing children’s personal data?
The GDPR contains new provisions intended to
enhance the protection of children’s personal

data, in particular; privacy notices and parental

consent for online services offered to children.

Article 8imposes conditions on children’s consent, but it
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does not require parental consent in every case. Other lawful
bases maystill beavailable. Article 8 only applieswhen the
controller is:

+ offering Information Society Services (ISS) directly to
children and;
+ wishes to rely on consent as its basis for processing.

If you do wish to rely upon consent as your lawful basis for
processing personal data, whether to use children’s data or
an adult’s:

+ The consent should be freely given

+ Therequest for consent, and explanation of what the
consentisfor, shouldbe concise, easy tounderstandand
distinct from information on other matters

+ Itshouldbeeasyforthemtowithdraw consentat
any time

+ The child or adult should be asked to actively opt in,
because inactivity or default settings do not
constitute consent

+ Consent needs to be ‘granular’; consent for each and
every purpose should be sought.

Further guidance, a checklist and templates for using consent
toprocess personal data can be found laterin thissection.

What is a data breach?

Adatabreachis “abreachof security leading to the

accidental or unlawful destruction, loss, alteration,

unauthorised disclosure of or access to personal data,
transmitted, stored or otherwise processed”. It canbe
accidental or deliberate.

How will personal data breach reporting work

in practice?

Under GDPR thereporting of personal data breaches to
the ICO becomes a requirement where it is likely to result
inarisk totherightsand freedomsof individuals. There

is a requirement to record and possibly report the breach
within 72 hours of the data controller becoming aware of
theincidentand, insomecases, thiswillalsomeanthat the
controllerwillalso have toinform the affected individuals. If
you are not the data controller, then the most appropriate
action would be to notify the data controller immediately.



Regardless of whetherabreach needs tobe reportedto the
ICOornot, breachesor potential breachesshouldalways be
recorded, contained as far as possible, mitigating action taken
(if possible) and assessments made toinform any necessary
changes to working practices. A log of breaches should be
maintained and regularly reviewed.

Further information can be found in the DfE toolkit and also
under Breach Reporting and Assessment later on in this
section.

What is the Data Protection Impact Assessment (DPIA)
process?

ADPIAisatool that organisations should use to achieve
good practicewhenbringinginnew orrevised processing

of personal data, byidentifyingand minimising risks. Itis
effectively a risk assessment for the processing of personal
information. Carrying out DPIAs is part of the school’s
accountability obligations under GDPR, and an integral part of
the “data protection by default and by design” approach.

Under GDPR a DPIA must be carried out when:

+ Using new technologies
+ The processing is likely to result in high risk to the rights
and freedoms of individuals

+ Processing is systematic and extensive, this includes
profiling, and decisions that have legal - or similarly
significant - effectson individuals

+ Processing special categories of data, or personal datain
relation to criminal convictions or offences on a
large scale

+ Undertaking large scale, systematic monitoring of
public areas (CCTV).

If a DPIA identifies a high risk that cannot be mitigated, the
ICO must be consulted.

Does my organisation need to register under the
GDPR?

The ICO provides aself-assessment tool which can be found
here:
https://ico.org.uk/for-organisations/data-protection-fee/self-
assessment/

IfyouneededtoregisterundertheDataProtection Act2018,
thenyouwillneed toregister (and pay arelevant fee) under
theDataProtection (Chargesand Information) Regulations
2018.

Youwill likely be contacted directly by
the ICO when your fee is due.
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Data Protection: Check List

Action _______________________|Potential Documents

U

U

Wehaveidentified different processesand activities
which involve personal and/or special categories of
information

All levels of staff understand how the school will
manage privacy

APrivacy ImpactAssessment (PIA)iscompleted for
new processes and projects (manual or electronic)

Our pupils, parents, visitors plus users of the website
understand how the school will process theirinfor-
mation

All staff understand how the school processes their
information

We haveidentified the processing forwhichwe
currently collect consent and have checked this is
free choice

The way consent is collected is appropriate; sought
using clear and plain language as well as for each
purpose/use of the information. Consent can easily
be withdrawn at any time

Relevant staff understand how to process a request
toaccess personal information (SAR) and it is easy
for individuals to make a request

We have reviewed how information is accessed at
school, by whom and have checked this is
appropriate
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Inventory of Processing Activities
Summary record (highlevel) of theschool’s pro-
cessing activities

Data Protection Policy

PIA Form
PIA Procedure/Guidelines for staff

PIA Register (to record either results or reason for
not completing a PIA)

Privacy Notice (aka Fair Processing Notice) in plain
language covering all mandatory elements

Fair Processing Statements on forms

Privacy Notice for staff in plain language covering all
mandatory elements

Fair Processing Statements on forms

Note: Add to Inventory of Processing Activities

Parental consent form

Consent Withdrawal Form OR Procedure
for this in place

Consent form, other

SAR Procedure

Request Form - optional, but may make it easier to
dealwithrequestsbecauseyouwillhaveaclearer
picture of what the individual wants

Recordof disclosure - retain in case of queries or
repeat requests

Documentation managing access rights to systems
and network drives and consideration of how physi-
cal/paper information is stored and accessed



Consent to Use Personal Data Guidance

When processing personal data, organisations need a fair
andlawfulreasontodoso. Most public sector organisations
process personal data to meet a legal obligation, but if this is
not the case sometimes the consent of an individual has to
be relied upon.

What is consent?

Consentisoneof six lawful bases to process personal data.
‘Consent’ under the General Data Protection Regulations
(GDPR) has a particular meaning; it should always be freely
given, specific, informed and an unambiguous indication of
anindividual’s wishes with regard to the processing of their
personal data.

When to use consent

Consent touse anindividual’s personal data should only
be sought if you can offer genuine choice and control over
how theirdataisused. Anexampleofanappropriatetime
tocollect consentinaschoolor Academy settingisasking
for consent to use a photograph in a school newsletter
or website, etc.; pupils/parents can refuse consent in this
instance without any detriment suchasbeingdeniedan
education or other services.

When not to use consent

If a genuine choice cannot be offered , consent is not
appropriate and should not be used. If the personal

data would still be used without consent, asking for it is
misleading and unfair. This could destroy trust, damage
reputation and could lead to enforcement action being taken
by the Information Commissioner’s Office. Collecting consent
would be unfair where there is any element of compulsion
or pressure. It should be separate from other terms and
conditions and should not be a precondition of service
provision. Public authorities, including schools, employers
and otherorganisationsina position of ‘power’ may find it
more difficult to show freely-given consent.

If consent is not appropriate as a basis for processing,
another lawful basis for processing must be identified.

How to obtain and record consent

Arequest for consent, and the explanation of what the
consent is to be used for, should be concise, easy to
understand and distinct from information on other matters.
The followinginformation is the minimum to be provided
when seeking consent to use personal data:

+ Name of the organisation

+ Purpose for each use of the data for which
consent is sought

+ Type of data that will be used

+ Details of the right to withdraw consent at any time and
how this can be done

+ Detailsof anythird partieswhowillalsouse thedata
and why

+ Ifapplicable, the location and possible risks of transfers
to countries outside of Europe.

Individuals should be asked to actively optin - silence,
inactivity, pre-ticked boxesorother default settings do not
constitute consent.

GDPRalsorequires ‘granular’ consent for each and every
purpose forwhichdataistobeprocessed. Individuals should
be free to choose which purpose or purposes they accept,
rather than having to consent to a bundle of purposes or
noneatall. Returning to the earlierexample on consent to
use aphotographinschool, displaying achild’s photoin the
classroom is very different in purpose and use to adding a
photo of a child to the school website.

Consent can be collected inanumber of ways including the
signing of aformwith tickboxes, tickingaboxwhenvisiting
awebsite, orbyanyotheractionwhichclearlyindicatesan
individual’schoice. Howeveritiscollected, aclearrecord
which demonstrates consent has been obtained needs to be
kept. Theburdenof proofisonthecollecting organisation.

Withdrawal of consent

The GDPR gives a specific right to withdraw consent.
Organisationsneedtotellindividuals about theirright to
withdraw at any time, and make it as easy to withdraw their
consent as it was to provideit.
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Consent and children

The vulnerability of childrenis considered in the GDPR.
Where Information Society Services(ISS) are offered directly
to a child under the age of 13 years old, the processing of
their personaldatashallonly be lawful where the consent
of a parent/guardian has been obtained. ISS include online
services offereddirectly to the child for marketing purposes,
remuneration or creating child user profiles, for example
online businesses and social networking sites.

Is consent that was provided pre-GDPR still valid?
There is no set time limit for the validity of consent. How long
it lasts will depend on context, potential risks to the privacy
of the individual and how likely it is that circumstances may
change.

If consent was provided before GDPRwas enacted, it willbe
important toapply the principles of the checklist below to
ensure thatitisvalidandwas documented. Check whether
existing consents are appropriate and review the way consent
is collected. If existing mechanisms comply with GDPR there
is no need to obtain freshconsent.

See below for a consent checklist and a template form.

Checklist for consent
This checklist is adapted from the guidance provided by the
Information Commissioner’s Office (ICO).

Asking for Consent

() We have checked that consent is the most appropriate
lawful basis for processing

() Wehavemadetherequest forconsentseparate from
other matters

() We ask individuals to positively opt in

() We don’t use pre-ticked boxes or any other type of
default consent

() We use clear, plain language that is easy to understand

(J We tell individuals who we are

O we specify whywewant the dataand what we’re going
to do with it
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(1) Wegive the option to consent separately to different
purposes and types of processing

(J Wename any third-party controllers who will be relying
on the consent

0J Wetellindividuals that they canwithdraw their consent

(J We ensure that individuals can refuse to consent
without detriment

(J we avoid making consent a precondition of a service

(3 If we offer online services directly to children, we only
seek consent if we have age verification measures (and
parental-consent measures for children under 13 years
old) in place.

Recording Consent

Owe keep a record of when and how we got consent from
the individual

(3 We keep a record of exactly what they were told
at the time.

Managing consent

O we regularly review use of consent

(O Wehave processes in place to refresh consent at intervals
appropriate to the context

(3 Wehave proceduresinplace toallow consent
preferences to be checked and managed

() We make it easy for individuals to withdraw their consent
at any time, and inform them how to do so

(J Weact on withdrawals of consent as soon as we can

O we don’t penalise individuals who wish to
withdraw consent.

Template Consent Form for Schools 01
Instructions for use: The text below can be transferred onto
your school’s headed paper. Read through making sure it is
relevant to your school and how you will use the photos/
videos. Text in [square brackets] is an instruction or needs
tobereplacedwithyourschool’sinformation. Textinred
shouldonly be usedif relevant, and canbe deleted if it is not
relevant or changed to black if it is. This template can also be
adapted forother forms used torecord consent for pupil’s
personaldata, e.g. creation of profilesonexternal/online
software, if consent isnecessary.



[INSERT name of school]
Consent for Children to Appear in Photographs or in Videos and How They Will Be Used

We occasionally take photographs of the children at our school. These images may be used in [INSERT HOW YOU
WILL USE, e.g. our school prospectus, in other printed publications that we produce, on our school website, on
project display boards in school, etc.]. We may also make video or webcam recordings for [INSERT HOW YOU WILL USE,
e.g. school-to-school conferences, examinations and coursework].

Itisimportant that we protect your child’s interests, respect your wishes and comply with Data Protection law. Please read
the Conditions of Use below before answering the questions below and signing and dating this form. Please return the
completed form (one for each child) to the school as soon as possible; we will not use a photograph or video of your child
without consent.

Please note there are certain activities where we do not use consent as the basis for processing your child’s data. There are
describedin our Privacy Notices [INSERT WHERE AVAILABLE, e.g. website link]. We may also take photos/video of your
child for identification purposes and for evidencing their educational development - such data will sit on their file and not be
shared unless the law requires us to do so or you have given your specific consent.

Whereyour childis over 13years of age, we recommend that you complete this form with them, as children may be able to
decide how their data may be used in certain circumstances.

Pleasenote thatyoucanwithdrawyourconsentatany time. If youhave any queriesorwish towithdraw or review your
consent, you can contact [INSERT School Lead/Data Protection Officer]

Conditions of Use:

+ This formis valid [INSERT TIME VALID FOR e.g. for the
period of one school year]. Your consent will automatically
expire after this time

The school will not re-use any photographs or recordings
of your child that are incompatible with the original

purposes explained to you

If we use photographs of individual pupils, we will not
use thefullname of that childinany accompanying text
or caption without consent, nor will we include any other

We will only use photographs and videos of pupils who
are suitably dressed

Parents should note that websites can be viewed
throughout the worldand not justinthe United Kingdom
(where UK law applies) and, when copied from the
website, images and information can no longer be
controlled by the school.

[INSERT ANY FURTHER AND RELEVANT CONDITIONS]

Further information on how we use your data and your child’s
personaldataisin the Privacy Notice(s) available [INSERT WHERE
AVAILABLE, e.g. website link].

personal data
We may use group or class photographs or footage with

very general labels, such as ‘a science lesson’
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Description of the use of Photographs or Images Please tick

May we useyour child’s photograph and first name on display boards within the school Yes No

building? 0 0

Please note: Displays are generally viewed by staff, pupils, parents, guardians and other
visitors to the school

Mayweuseyour child’s photographintheschool hard-copy prospectusandotherprinted Yes No
publications that we produce for promotional purposes? 0 0

Please note: Printed publications are available to anyone

May we put your child’s photograph and/or name on the school’s website, including in Yes No
on-line publicationssuch asanon-line prospectus and other promotional material? 0 0

Please note: Websites can be viewed throughout the world, not just the United Kingdom
where UK law applies and, if copied from the website, images and information can no
longer be controlled by the school

May we use your child’s photograph and name on Social Media [specify type]? Yes No
Please note: Social Media can be viewed throughout the world, not just the United King-
domwhere UK law applies and if copied from Social Media, images and information can

no longer be controlled by the school

May we record your child on video for [INSERT WHEN YOU MAY DO THIS, e.g. Nativity Yes No
play, internal school events, external school events and trips]. 0) )

Please note: this may include your child’s voice as well as their image. Videos will only be
made available to parents/guardians of the child

[INSERT ANY OTHER USES OF PHOTOGRAPHS/VIDEQOS YOU WISH TO GAIN CONSENT Yes No
FOR] U O
Nameof Child:

Name of Parent/Carer:
Signed:
(Parent/Carer)
Date:
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Template Consent Form for Schools 02

Instructions for use: The text below can be transferred onto your schools headed paper. Read through making sure it is
relevant to your school and the event being held. Text in [square brackets] is an instruction or needs to be replaced with your
school’sinformation. Textinredshouldonlybeusedif relevantand canbedeletedifitisnot orchanged toblackifitis. This
template can also be adapted for other consent forms to use pupil’s personal data, e.g. creation of profiles on external/online
software, if consent is necessary.

[INSERT name of school]
Specific Consent for Children to Appear in Photographs or in Videos

Occasionally, our school is visited by the media who will take photographs or film footage of a high-profile event, or

to celebrate a particular achievement. Pupils will often appear in these images, which may appear in local or national
newspapers oron televised news programmes. One such event is due to take place and lam writing to inform you of this
and ask permission for your child’s involvement.

Itisimportant that we protect your child’s interests, respect your wishes and comply with Data Protection law. Please read the
Conditions of Use below before completing and signing and dating the form below. Please return the completed form (one
foreachchild) totheschool as soon as possible; we will not allow your child to be involved with the media coverage without
your consent.

Whereyour childisover 13 years of age, we recommend that you complete this form eith them, as childrenmay be able to
decide how their data may be used in certain circumstances.

Pleasenote thatyoucanwithdrawyourconsentatany time. If youhave any queries or wish towithdraw orreview your
consent, you can contact [INSERT School Lead/Data ProtectionOfficer]

Conditions of Use:

+ Thisformisvalid [INSERT TIMEVALID FORe.g. for the
durationof the event]. Your consent will automatically
expire after this time

Please note: If you give permission for your child’s image to
be used by the media then you should be aware that:

+ The media will want to use any printed or broadcast
media pictures that they take alongside the relevant story
Itis likely that they will wish to publish the child’s
name, age and the school namein the caption for the
picture (possible exceptions to this are large group or
team photographs)

Itis possible that thenewspaperwillre-publishthe

The school will not re-use any photographs or recordings
of your child that are incompatible with the original
purposes explained to you

We may use group or class photographs or footage with
very general labels, such as ‘a science lesson’

We will only use photographs and videos of pupils who
are suitably dressed

Parents should note that websites can be viewed
throughout theworldand not justinthe UnitedKingdom

story on their website, or distribute it more widely to
other newspapers.

(where UK law applies) and, if copied from thewebsite,
images and information can no longer be controlled by
the school.

[INSERT ANY FURTHER AND RELEVANT CONDITIONS]

Furtherinformationonhow weuse yourdataandyourchild’s
personal data is in Privacy Notice(s) available [INSERT WHERE

AVAILABLE, e.g. website link].
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| have read and understand the conditions of use attached to this form.

Name of Child
Name of Parent/Carer

Signed
(Parent/Carer)
Dated
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Subject Access Request Procedure

Thisisasuggested procedure for schools to follow, inorder
to help them process a Subject Access Request (SAR)
appropriately and within the required timescales. Atemplate
SAR form has also been provided for schools to adapt should
they wish, but they are not mandatory.

Receiving a SAR

ASubject Access Request (SAR) is received from a pupil,
parent, member of staff orotherindividual forwhom the
school holds information. This may be received either
verbally, inwriting or viaaform (see example template
below)whichis madeavailable onthe website or from the
school office.

Pass the SAR to the Data Protection Officer or person
responsible for processing SARs, who will acknowledge
receipt of the request.

If the request is in writing or via a form ensureitis clear
what the individual wants. If the request is received verbally
itmay be appropriate toseek clarification from the requestor
toensure the correctinformationis sought for them. Seek
confirmation of the information the individual would like if it
is not clear.

Check identity and authorisation

Ask the requestor to provide evidence of their identity in the
formofacurrentpassport/driving license. Thismaynotbe
necessary if the requestor is known and you are sure they
are who they say they are. Keep arecord of the identification
checks that were conducted.

If the requestor is making a SAR on behalf of a pupil or
other individual, ensure that they have the authority to do
so; forexample, arequest canbe made by asolicitororby
aparentonbehalfof theirchildwhere theyhave parental
responsibility or they have care of the child, however,
individual circumstances should be considered.

If the child isdeemed to be competent to make
their own request (usually only relevant in
secondary settings) then the information should
be released to them or their consent sought.

Collect and prepare the data

Collect the data requested. This may require searching across
multiple filing systems, formats and systems/databases in the
school, as well as archived files, e-mail folders and archives.

Don’t provide original documents to the
requestor: instead make copies of documents,
or copy and extract the relevant data.

Review the data to identify whether any third-party data are
present in it, and either redact the identifying third party
information from the documentation - this may not just be
limited to a name, other information may identify them - or
obtain written consent from the third party for their identity
and personal data to be revealed. In practice, staff names will
generally remain (where acting in their professional capacity)
but the data and names of pupils and parents will need to
be redacted.

Supply the data

Considerhowyouwillsupply therequestorwiththedataand
whether any security precautions should be taken (such as
confirming theaddress, sending special deliveryorhanding
directly to them).

Meet the legal requirement to provide the requested data to
therequestor within one calendar month from the date on
which the request was received. A further 2 months can be
takentorespondif the request is of a particularly complex
nature, however, the requestor should be made aware of this
as soon as possible.

Keep a record
OnaSARlogmaintainarecordof requestsfordata, receipt
of the data, and relevantdates.

Itis useful toretainacopy, forashort period, of the data

provided, as well as any information withheld. This is so that
queries or arequest for a review can be responded to.
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Template SAR Form
School Data Subject Access Request Form

If you wish to make a request for personal data under Data Protection legislation please complete the form below to enable
us tomeet yourrequest. The formis not mandatory; however, it will help us to respond to your request as quickly as
possible. The school will endeavour to respond to your request within one calendar month. Wemay extend this time

if the request is complex, however we will inform you of this within one month of receipt of the request,
together with the reason(s) fordelay.

The form can be submitted to the school via e-mail to [INSERT contact e-mail] or by posting to
[INSERT contact and address].

E-mail or
postal
address:
(whichever is
your preferred
contact meth-
od)

Your name:

Phone number:
(optional - used to con-
tact you about request)

Are you the Data Yes If you
Subject? ) selected

‘No’, add
Your relationship to the Data Subject, or state
‘Not applicable’:

name of
Data
If youarerequesting dataonbehalf of achild, please note that we may consult with the
childif we believe that they have the capacity to understand this request.

subject:
Doyouwantacopy of Yes No If No, please select another option
some personaldata? ) ) below:

Information about ) Correction of data O Erasure of data Objection to/Restrict use of data
processing

If Yes, what data? Please describe below and provide as much detail as possible to aid us in our search

Have you enclosed/at-
tachedacopyofyour
photo ID?
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Breach Recording
[For additional information about breach recording see also
under the Information Security section of this toolkit]

A personal data breach is defined as:

“abreach of security leading to the accidental or unlawful
destruction, loss, alteration, unauthorised disclosure of, or
access to, personal data transmitted, stored or
otherwise processed.”

Underthe GDPR, breacheswhichare “unlikely toresultin
arisktotherightsandfreedomsof natural persons” do not
require notification to the Information Commissioner’s Office
(ICO). Where reporting is required, it should be done within
72 hours of discovery.

Regardless of whether a breach needs to be reported to
thelCO, breachesor potential breaches should always be
recorded, mitigating action taken (if possible), and assessed
toinformwhetherornotany changes toworking practices
arerequired. Inmaking the assessment, the school should
consider the likely impact on data subjects including:

+ Physical threat to safety

+ Discrimination

+ Identity theft or fraud

+ Financial loss

+ Damage toreputation

+ Loss of confidentiality

+ Anyother significant economic or social disadvantage to
the individual(s) concerned.

When the personal data breachis likely to result in a high
risk to the rights and freedoms of affected individuals, it may
be appropriate toinform those impacted by the personal
data breach. Informing people and organisations that have
experienced anincident can be animportant elementin
helping to manage the situation; forexample, notifying

an individual whose information was misdirected would
help them take to precautions against ID theft, fraud etc.
However, if notification would serve only to worry the person
concernedwithoutany benefit, itmaynotbeappropriate.
Notification should have a clear purpose.

The purpose of the Breach Recording and Assessment

form is to:

Provide a consistent approach to responding to
information security breaches

Determine whether the ICO should be notified about

the incident

Provide an overview of the incident for the Head Teacher/
Chair of Governors along with recommendations on what
actionshouldbe takentoaddress mattersand to prevent
a reoccurrence.

Further information can be found in the DfE toolkit.

The assessment form will support a school in considering:

Containment

Level of risk
Notification

Evaluation and response.
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Template Breach Recording Form

[INSERT name of school]
Record of Data Protection Breach

Name of Data Protection Officer:
ICO registration number:

Completed by (Name):

Contact e-mail address and phone number:
Date breach occurred:

Date breach discovered:

Date breach reported:

Date investigation started:

Date investigation completed:

Description and nature of the breach:

Number of Data Subjects involved:

Volume of personal data:

Category of personal data:
List the broad types of information

Further details of the personal data:

Containment Action:

Summarise actions taken to recover from the mistake,
measures taken to mitigate any possible adverse effects
on the individual(s) concerned and actions taken to stop
it getting worse, e.g. ‘collected information’, or ‘asked
recipient to delete it’.

Risks as a result of the breach:

Describe the risks or consequences; for example, if the in-
formation contained financial data such as bank account
numbers, then there may be a risk of fraud, or if the
information contained sensitive health and personal data
then there may be a safeguarding issue that could leave
the affected individual vulnerable.
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Overallimpactofthebreach:
Consider: Sensitivity of the data; volume of data; and;
potential detriment to individuals.

Impact of the breach on Data Subject:

Assess who should be notified:

List and state why - informing people and organisations
that have experienced an incident can be an important
element in helping to manage the situation. Notifying
a person whose information got misdirected, for
example, would help them to take precautions

against ID theft, fraud etc. Also consider if notification
would serve only to worry them without any benefit;
informing people about an incident is not an end in
itself. Notification should have a clear purpose, whether
this is to enable individuals who may have been
affected to take steps to protect themselves or to allow
the appropriate regulatory bodies to perform their
functions, provide advice and deal with complaints.

Notification recommendation:
Tick all those that apply, adding additional information if
required. Keep a record of the notification.

Evaluation:
Summarise the lessons learnt.

Measures to be taken by the school to reduce the
likelihood of such incidents from happening again:

Consider adding to an action plan, with time for a review
to check if measures have been implemented.

Senior staff sign off and recommendations: The Head Teacher/Chair of Governors/DPO have read and
reviewed the form and discussed the matters with relevant
members of staff to reach the below conclusions:
Agree/Do not agree [delete as applicable] with the assess-
ment of risk and recommendations’

The breach is not/is [delete as applicable] deemed report-
able to the Information Commissioner.

[Add additional points as required]
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Retention Guidelines

Introduction

1. The purpose of the retention guidelines

Under the General Data Protection Regulation (GDPR) and
the Data Protection Act 2018 (DPA 2018) schools need a
policy setting out retention periods for the personal data
they hold. Also, under the Freedom of Information Act 2000,
schools should maintain a Retention Schedule listing the
series of records which the school creates or maintains in the
course of its business.

The Retention Schedule lays down the length of time for
whichtherecordneedstoberetainedandtheactionwhich
should be takenwhenitis of no further administrative or
legal use. Italsolays down the basis for normal processing
under both Data Protection and Freedom of Information
legislation.

Members of staff are expected to manage their current
record keeping systems using the Retention Schedule and to
take account of the different kinds of retention periods when
they are creating new record keeping systems.

The Retention Schedule refers to series’ of records regardless
of the media (e.g. paper/electronic/microfilm/photographic
etc.) in/on which they arestored.

2. Benefits of a Retention Schedule
There are a number of benefits which arise from the use of a
complete Retention Schedule:

+ Managing records against the Retention Schedule is
deemed to be ’normal processing’ under the Data
Protection legislation and the Freedom of Information Act

+  Membersof staff canbe confidentabout the safe
disposalofinformationat theappropriatetime

+ Information which is subject to Freedom of Information
and Data Protection legislation will be available
when required

+ The school is not maintaining and storing
information unnecessarily.

Members of staff should be aware that once a
Freedom of Information request is received, or a
legal hold imposed, then records disposal relating
to the request or legal hold must be stopped.
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Records which may be required by IICSAshould be treated
as though they are subject to a legal hold.

3. Maintaining and amending the Retention Schedule
Where appropriate the Retention Schedule should be
reviewed and amended to include any new record series
created, and any obsolete record series removed.

This IRMS Retention Schedule contains recommended
retention periods for the different record series created and
maintained by schools in the course of their business. The
schedule refers to all information regardless of the media in
which it is stored.

Some of theretention periods are governed by statute,
others are guidelines following best practice. Every effort
hasbeenmadetoensurethattheseretentionperiodsare
compliant with the requirements of Data Protection and
Freedom of Information legislation.

Ifrecordseriesaretobekeptforlongerorshorterperiods
than laid outiin thisdocument then the reason(s) for this
need to be documented.

This schedule should be reviewed on a regular basis.

Where there is a recommendation to archive the information
this may be in an electronic format. There is no need to
convert the information into a hard copy. Such records
should be kept in separate electronic folder suitably marked
as holding archival material.

Disclaimer

This document is a guideline only and liability is the
responsibility of the end user and not of the IRMS. Individual
organisations shouldseek theappropriatelegaladviceand
senior management approval.

These retention guidelines are free for use to schools.
Questions will only be dealt with if they are submitted by
IRMS members. Please complete the formonthewebpage,
remembering to include your IRMS membership number.



Further details about the benefits of IRMS membership can
be found at: http://www.irms.org.uk/join

4, Using the Retention Schedule
The Retention Schedule is divided into 5 sections:

1  Governing Body
1.1 Management of Governing Body

1.2 Governor Management

2  School Management

2.1 Head TeacherandSenior
Management Team

2.2 Operational Administration

2.3 Human Resources

2.4 Health and Safety

2.5 Financial Management

2.6 Property Management

3 Pupil Management
3.1 Admissions Process
3.2 Pupil’s Educational Record
3.3 Attendance
3.4 Special Educational Needs

4  Curriculum and Extra-Curricular Activities
4.1 Statisticsand Management Information
4.2 Implementation of Curriculum
4.3 School Trips
4.4 School Support Organisations

5 Central Government and Local Authority
5.1 Local Authority
5.2 Central Government

There are sub headings under each section to help guide you
to whichever retention period you are looking for. Each entry
has a unique reference number. If you are sending a query
to the IRMS about an individual retention period, please
ensure that youhave quoted the unique reference number.

Acknowledgements

Keith Batchelor Batchelor Associates
Elizabeth Barber Kent County Council
Molly Kirkham Gloucestershire County Council
Catrina Finch City of Wolverhampton Council

INFORMATION AND RECORDS MANAGEMENT SOCIETY 65


http://www.irms.org.uk/join

Retention Guidelines Continued

Retention Guidelines

1 Governing Body
This section contains retention periods connected to the work and responsibilities of the governing body.

For further information about governing body records please see: “The constitution of governing bodies of maintained schools
Statutory guidance for governing bodies of maintained schools and local authorities in England August 2017”

1.1 Management of Governing Body

Personal
Information

Action at end of
the administrative

Retention Period
[Operational]

Basic file
description

Statutory
Provisions

life
of the record

1.1.1 Instruments of For the life of the Consult local archives
government school before disposal

1.1.2 Trusts and endow- For the life of the Consult local archives
ments school before disposal

1.1.3 Records relating to Date of election + SECURE DISPOSAL Yes
the election of par- 6 months
ent and staff gover-
nors not appointed
by thegovernors

1.1.4 Records relating to Provided that SECURE DISPOSAL Yes

the appointment of
co-opted governors
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the decision has
been recorded in
the minutes, the
records relating to
the appointment
can be destroyed
once the co-opted
governor has
finished their term
of office (except
where there have
been allegations
concerning
children). In this
case retain for 25
years



Basic file

description

Records relating to
the election of chair
and vice chair

Scheme of dele-
gation and terms
of reference for
committees

Meetings schedule

Agendas - principal
copy

Minutes - principal
set (signed)

Provisions

Retention Period
[Operational]

Once the decision
has been recorded
in the minutes, the
records relating to
the election can be
destroyed

Until superseded or
whilst relevant
[Schools may

wish to retain
these records for
reference purposes
in case decisions
need to be justified]

Current year

Where possible
theagendashould
bestoredwiththe
principalset of the
minutes

Although generally
kept for the life of
the organisation,
the Local Authority
is only required to
make these avail-
able for 10 years
fromthedateof the
meeting
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Action at end of
the administrative
life of the record

SECURE DISPOSAL

These could be of-
fered to the archives if
appropriate

STANDARD DISPOSAL

Consult local archives
before disposal

Consult local archives
before disposal

Personal
Information

Yes

Potential

Potential
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Retention Period Action at end of Personal
[Operational] the administrative Information

Basic file Statutory

description Provisions

1.1.10

1.1.11

1.1.12

1.1.13

1.1.14

1.1.15

1.1.16

Reports made to
the governors’
meeting which are
referred to in the
minutes

Register of attend-
ance at Full govern-
ing board meetings

Papers relating to

the management of
the annual parents’
meeting

Agendas -
additional copies

Recordsrelating to
Governor Monitor-
ing Visits

Annual Reports re-
quired by the DoE

All records relating
to the conversion of
schools to Academy
status
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Although generally
keptforthe life of
the organisation,
the Local Authority
is only required

to make these
available for 10
years from the date
of the meeting

Date of last meet-
ing in the book + 6
years

Date of meeting +
6 years

Date of meeting

Date of the visit +
3 years

Date of report + 10
years

For the life of the
organisation

life of the record

Consult local archives Potential
before disposal

SECURE DISPOSAL Yes

SECURE DISPOSAL Yes

STANDARD DISPOSAL

SECURE DISPOSAL Yes

SECURE DISPOSAL

Consult local archives
before disposal



1.1.17

1.1.18

1.1.19

1.1.20

Basic file Statutory

Provisions

description

Records relating to

complaints made to
and investigated by
the governing body
or head teacher

Correspondence
sent and received
by the governing
body or head
teacher

Action plans cre-
ated and admin-
istered by the

governing body

Policy documents
created and ad-
ministered by the
governing body

Retention Period
[Operational]

Major complaints:
current year + 6
years.

If negligence
involved then:
currentyear + 15
years

If child protection or
safeguarding issues
are involved then:
current year + 40
years

General corre-
spondence should
be retained for
current year + 3
years

Until superseded or
whilst relevant

Until superseded
[The school should
consider keeping
all policies relating
to safeguarding,
child protection or
other pupil related
issues such as
exclusion until the

IICSA has issued its

recommendations.]
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Action at end of
the administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Potential
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1.2 Governor Management

Personal
Information

Action at end of
the administrative

Retention Period
[Operational]

Basic file
description

Statutory
Provisions

life of the record

1.2.1 Records relating to Date on which clerk SECURE DISPOSAL Yes
the appointment of appointment ceases +
a clerk to the 6 years
governing body
1.2.2 Records relating to Date appointment ceas- Yes
the terms of office es + 6 years
of serving
governors, includ-
ing evidence of
appointment
1.2.3 Records Date appointment ceas-  SECURE DISPOSAL Yes
relating to governor es + 6 years
declaration against
disqualification
criteria
1.2.4 Register of business Date appointment SECURE DISPOSAL Yes
interests ceases + 6 years
1.2.5 Governors Code of Thisis expectedtobea
Conduct dynamic document; one
copy of each version
should be kept for the
life of the organisation
1.2.6 Records relating to Date Governor steps SECURE DISPOSAL Yes

the training required
and received by
Governors
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down + 6 years



Basic file Statutory

Provisions

description

Retention Period
[Operational]

Action at end of
the administrative

life of the record

Personal
Information

1.2.7 Records relating

to the induction
programme for new
governors

1.2.8 Records relating to
DBS checks carried
out on clerk and
members of the
governing body
1.2.9 Governor personnel
files

2 Management of the School

Date appointment
ceases + 6 years

Date of DBS check + 6
months

Date appointment
ceases + 6 years

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Yes

Yes

Yes

This section contains retention periods connected to the processes involved in managing the school, including Human
Resources, Financial Management, Payroll and Property Management.

2.1 Head Teacher and Senior Management Team

Basic file
description

2.1.1 Log books of activity in
the school maintained

by the Head Teacher

2.1.2 Minutes of Senior Man-
agement Team meetings
and the meetings of
other internal adminis-
trative bodies

2.1.3 Reports created by the
Head Teacher or the

Management Team

Statutory
Provisions

Retention Period
[Operational]

Date of last entry in
the book + mini-
mum of 6 years,
then review

Date of the meet-
ing + 3 years then
review annually, or
as required if not
destroyed

Date of the report
+a minimum

of 3 years then
review annually or
as required if not
destroyed

Actionatendofthe
administrative life
of therecord

These could be of per-
manenthistorical value
and should be offered
to the County Archives
Service ifappropriate

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Potential

Potential

Potential
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Basic file Statutory Retention Period Actionatendofthe Personal

description Provisions [Operational] administrative life Information
of therecord

2.1.4 Records created by head Current academic SECURE DISPOSAL Potential
teachers, deputy head year + 6 years then
teachers, heads of year review annually, or
and other members of as required if not
staff with administrative destroyed
responsibilities which do
not fallunderany other
category
2.1.5 Correspondence cre- Current year + 3 SECURE DISPOSAL Potential
atedbyheadteachers, years
deputy headteachers,
heads of year and other

members of staff with
administrative responsi-

bilities
2.1.6 Professional develop- These should SECURE DISPOSAL Potential
ment plans be held on
the individual’s
personnel record.
If not then
termination of
employment + 6
years
2.1.7 School development Life of the plan SECURE DISPOSAL
plans + 3 years
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2.2

2.21

2.2.2

2.2.3

2.2.4

2.2.5

2.2.6

2.2.7

2.2.8

Operational Administration

Basic file
description

General file series which
do not fit under any
other category

Records relating to the
creation and publication

of the school brochure
or prospectus

Records relating to the
creation and distribu-
tion of circulars to staff,
parents or pupils

School Privacy Notice
whichissenttoparents
as part of GDPR com-
pliance

Consents relating to
school activitiesas part
of GDPR compliance
(for example, consent
tobesentcircularsor
mailings)

Newsletters and other
items with a short
operational use

Visitor management
systems (including elec-
tronic systems, visitors
books and signing-in
sheets)

Walking bus registers

Provisions

Retention Period
[Operational]

Current year + 5
years, then review

Current academic
year + 3 years

Current academic
year + 1 year

Until superseded +
6 years

Consent will last
whilst the pupil
attends the school,
it can therefore be
destroyed when the
pupil leaves

Current academic
year + 1 year
[Schools may
decide to archive
one copy]

Last entry in the
visitors book + 6
years (in case of
claims by parents or
pupils about various
actions).

Date of register + 6
years
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Actionatendofthe
administrative life
of therecord

SECURE DISPOSAL

The school could
preserve a copy for
their archive otherwise
STANDARD DISPOSAL

STANDARD DISPOSAL

SECURE DISPOSAL

STANDARD DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Potential

Yes

Yes

Yes



Retention Guidelines Continued

2.3 Human Resources

Basic file

description

2.3.1 All records leading up
to the
appointment of

a headteacher

2.3.2 All records leading up

to the appointment of a

member of staff/gover-
nor - unsuccessful
candidates

2.3.3
information - DBS
Checks - successful
candidates
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Statutory
Provisions

Pre-employment vetting DBS Update

Service
Employ-

er Guide
June 2014;
Keeping
Children
Safe in Edu-
cation.2018
(Statutory
Guidance
from DoE)
Sections 73,
74

Actionatendofthe
administrative life
of therecord

Retention Period
[Operational]

Unsuccessful SECURE DISPOSAL
attempts. Date of
appointment plus 6
months.

Add to personnel
file and retain until
end of appointment
+ 6 years, except in
cases of

negligence or claims
of child abuse then
at least 15 years
Date of SECURE DISPOSAL
appointment of

successful candidate

+ 6 months

Application forms, SECURE DISPOSAL
references and other

documents - for

the duration of the

employee’s employ-

ment + 6 years

Personal
Information

Yes

Yes

Yes



Basic file
description

Statutory
Provisions

2.3.4 Forms of proof of iden-
tity collected as part of
the process of checking
“portable” enhanced

DBS disclosure

2.3.5 Pre-employment vetting An Employ-

information - Evidence er’s Guide
proving theright towork  to Right
inthe United Kingdom-  to Work
successful candidates Checks
[Home
Office, May
2015]

Personal
Information

Actionatendofthe
administrative life
of therecord

Retention Period
[Operational]

Where possible this SECURE DISPOSAL Yes
process should be
carried out using the
on-line system. If it
is necessary to take
a copy of documen-
tation then it should
be retained on the
staff

personal file.

Where possible SECURE DISPOSAL Yes
these documents

should be added to

the staff personnel

file [see below], but

if they are kept sepa-

rately then the Home

Office requires that

the documents are

kept for termination

of employment +

not less than 2 years

Operational Staff Management

2.3.6 Staff personnel file Limitation
Act 1980
(Section 2)
2.3.7 Annual appraisal/as-

sessment records

Termination of SECURE DISPOSAL Yes
Employment +
6years, unless
the member of
staff is part of any
case which falls
under the terms
of reference of
[ICSA. If thisis
the case then the
file will need to
be retained until
[ICSA enquiries

are complete

Current year + 6  SECURE DISPOSAL Yes

years
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Basic file
description

Operational Staff Management

2.3.8 Sickness absence mon-
itoring
2.3.9 Staff training - where

the training leads to
continuing professional
development

2.3.10 Staff training - except
where dealing with
children, e.g. first aid or
health and safety
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Provisions

Retention Period
[Operational]

Sickness records
are categorised as
sensitive data. There
isalegal obligation
under statutory
sickness pay to keep
recordsforsickness
monitoring. Sickness
records should be
keptseparate from
accidentrecords.

It could be argued
that wheresickness
pay is not paid then
current year + 3
years is

acceptable, whilst if
sickness pay is made
then it becomes a
financial record and
current year + 6
years applies. The
actualretention may
depend on the in-
ternal auditors. Most
seem to accept cur-
rent year + 3 years
asbeingacceptable
as this gives them,
‘benefits’ and Inland
Revenue have time
toinvestigate if they
need to

Length of time

required by the pro-

fessional body

This should be

retained on the per-
sonnel file [see 2.3.1

above]

Actionatendofthe

administrative life
of therecord

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Yes

Yes



Basic file
description

Statutory
Provisions

Operational Staff Management

2.3.11 Staff training - where
the training relates to
children (e.g. safeguard-
ing or other child related

training)

Disciplinary and Grievance Processes

Personal
Information

Actionatendofthe
administrative life
of therecord

Retention Period
[Operational]

Date of the training
+ 40 years

[This retention period
reflects that the lICSA
may wish to see
training records as
part of an
investigation]

SECURE DISPOSAL Yes

Where schools are in any doubt as to which categories disciplinary records fall under, then HR or legal advice

should be sought from the Local Authority.
2.3.12 Records relating to any
allegation of a child
protection nature against
a member of staff

“Keeping
children
safe in
education
Statutory
guidance for
schools and
colleges
September
2018”;
“Working
together to
safeguard
children.
A guide to
inter-agency
working

to safe-
guard and
promote
the welfare
of children
2018”

2.3.13 Disciplinary proceedings

SECURE DISPOSAL Yes
These records must be
shredded

Until the person’s
normal retirement
age or 10 years
fromthedate of the
allegation (whichever
is the longer) then
REVIEW.

Note: allegations
thatare foundtobe
malicious should be
removed from per-
sonnel files. If found
they are to be kept
on the file and a
copy provided tothe
person concerned
UNLESS the mem-
ber of staff is part of
any case whichfalls
under the terms of
reference of [ICSA. If
thisis the case then
the file will need

to be retained until
[ICSA enquiries are
complete
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Basic file Statutory Retention Period Actionatendofthe Personal
description Provisions [Operational] administrative life Information

of therecord

Disciplinary and Grievance Processes

Note:

The ACAS code of practice ondisciplinary and grievance proceduresrecommends that the employee should be told how
long a disciplinary warning will remain current. However, this does not mean that the data itself should be destroyed at the
end of the set period.

Any disciplinary proceedings data will be a record of an important event in the course of the employer’s relationship with the
employee. Should the same employee be accused of similar misconduct five years down the line, and them defend him- or
herself by saying “l would never do something like that”, reference to the earlier proceedings may show that the comment
should not be given credence. Alternatively, if the employee were to be dismissed for some later offence and then claim at
tribunal that he or she had “fifteen years of unblemished service”, the record of the disciplinary proceedings would be effec-
tive evidence to counter this claim.

Employers should, therefore, be careful not to confuse the expiry of a warning for disciplinary purposes with a requirement to
destroy all reference to its existence in the personnel file. One danger is that the disciplinary procedure itself often gives the
impression that, at the end of the effective period for the warning, the warning will be “removed from the file”. This or similar
wordingshould be changed tomakeitclearthat, whilethewarningwillnotremainactiveinrelationtofuturedisciplinary
matters, a record of what has occurred will be kept.

Oral warning Date of warning SECURE DISPOSAL
+ 6 months [If warnings are placed
on personal files then

Written warning
- level 1

Written warning
- level 2

Final warning

Case not found
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Date of warning
+ 6 months

Date of warning
+ 12 months

Date of warning
+ 18 months

If the incident is
related to child

protection then see

above, otherwise
dispose of at the
conclusion of the
case

they must be weeded
from the file

SECURE DISPOSAL



Basic file
description

Payroll and Pensions

2.3.14

2.3.15

2.3.16

2.3.17

2.3.18

2.3.19

2.3.20

2.3.21

Absence record

Batches

Bonus sheets

Car allowance claims

Car loans

Car mileageoutput

Elements

Income tax form P60

Statutory
Provisions

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Retention Period
[Operational]

Current year
+ 3 years

Current year + 6
years

Current year
+ 3 years

Current year
+ 3 years

Completion of loan
+ 6 years

Current year + 6
years

Current year + 2
years

Current year + 6
years
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Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes



Basic file
description

Payroll and Pensions

2.3.22

2.3.23

2.3.24

2.3.25

2.3.26

2.3.27

2.3.28

2.3.29

Insurance

Maternity payment

Members allowance
register

National Insurance -
schedule of payments

Overtime

Part time fee claims

Pay packet receipt by
employee

Payroll awards

Statutory
Provisions

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Retention Period
[Operational]

Current year + 6
years

Current year + 3
years

Current year + 6
years

Current year + 6
years

Current year + 3
years

Current year + 6
years

Current year + 2
years

Current year + 6
years

Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes



Basic file
description

Payroll and Pensions

2.3.30

2.3.31

2.3.32

2.3.33

2.3.34

2.3.35

2.3.36

2.3.37

Payroll - gross/net
weekly or monthly

Payroll reports

Payslips - copies

Pension payroll

Personal bank details

Sickness records

Staff returns

Superannuation
adjustments

Statutory
Provisions

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

If
employment
ceases then
end of
employment
+ 6 years

Taxes
Management
Act 1970
Income and
Corporation
Taxes 1988

Retention Period
[Operational]

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Until superseded +
3 years

Current year + 3
years

Current year + 3
years

Current year + 6
years
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Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes



Basic file
description

Payroll and Pensions

Superannuation reports
2.3.38 Tax forms P6/P11/
P11D/P35/P45/P46/
P48
2.3.39 Time sheets/clock

cards/flexitime

Retention Period
[Operational]

Statutory
Provisions

Taxes
Management
Act 1970
Income and
Corporation
Taxes1988

Current year + 6
years

The Current year + 6
minimum years
requirement

- as stated in
Inland
Revenue
Booklet 490 -
is for at least
3 years after
the end of
the tax year
to which
they apply.
Originals
must be
retained in
paper/
electronic
format. It is
a corporate
decision to
retain for
current year

+ 6 years.
Employees
should retain
records for
22 months
after current
tax year

Current year + 3
years

Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal

Information

Yes

Yes

Yes



2.4

2.41

24.2

2.4.3

Health and Safety

Basic file

description

Health and safety
policy statements

Health and safety
risk assessments

Accident reporting
records relating to
individuals who are
over 18 years of age
at the time of the
incident

Statutory
Provisions

Social Security (Claims

and Payments) Regula-

tions 1979 Regulation

25. Social Security Ad-

ministration Act 1992

Section 8. Limitation Act
1980

Social Security (Claims
and Payments) Regula-
tions 1979.

SI 1979 No 628

Social Security (Claims
and Payments)
Regulations

SI 1987 No 1968
RevokesallbutPart 1
of SI 1979 No 628

Social Security Adminis-

tration Act 1992
Section 8.

Social Security (Claims
and Payments)
Amendment (No 30
Regulations 1993 Sl
1993 No 2113

Allows the information to

be kept electronically

Retention Period
[Operational]

Life of policy + 3
years

Lifeof riskassess-
ment + 3 years
provided that a
copy of the risk as-
sessment is stored
with the accident
reportifanincident
has occurred

The Accident Book
- BI 510 - 3 years
after last entry in
the book

This includes the
new format to be
used from1/1/04

Thismeans that, if
it takes 5 years to
complete, thebook
must be retained

forafurther3years
fromthe lastentry

Completed pages
must be kept se-
cure with restricted
access. Data Pro-
tection Act 2018
and GDPR

Action at
end of the
administrative

life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes
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2.4

2.4.4

2.4.5

Health and Safety

Basic file
description

Accident reporting

records relating to

individuals who are
under 18 years of

age at the time of
the incident

Records relating

to any reportable
death, injury, disease
or dangerous
occurrence
(RIDDOR). For more
information see
http://www.hse.gov.
uk/RIDDOR/

Statutory
Provisions

Social Security (Claims
and Payments) Regula-
tions 1979 Regulation
25. Social Security
Administration Act 1992
Section 8. Limitation
Act 1980

Social Security (Claims
and Payments)
Regulations 1979.

SI 1979 No 628

Social Security (Claims
and Payments)
Regulations

SI 1987 No 1968
RevokesallbutPart 1
of SI 1979 No 628

Social Security
Administration Act 1992
Section 8.

Social Security (Claims
and Payments)
Amendment (No

30 Regulations 1993
SI 1993 No 2113

Allows the information to
be kept electronically

Reporting of Injuries,
Diseases and Dangerous
Occurrences Regulations
2013 SI 2013 No 1471
Regulation 12(2)

Action at
end of the
administrative

Retention Period
[Operational]

life of the record

The Accident Book
- BI 510 - 3 years
after last entry in
the book

SECURE DISPOSAL

This includes the
new format to be
used from1/1/04

Thismeans that, if
it takes 5 years to
complete, thebook
must be retained

forafurther3years
fromthe lastentry

Completed pages
must be kept
secure with
restricted access.
Data Protection Act
2018 and GDPR

Date of incident + SECURE DISPOSAL
3 years provided

that all records

relating to the in-

cident are held on

personnel file [see

2.4.2 above]

Personal
Information

Yes

Yes


http://www.hse.gov/

Basic file
description

Statutory
Provisions

Retention Period
[Operational]

Personal
Information

Action at

end of the
administrative
life of the record

2.4.6 Control of Substanc-
es Hazardous to

Health (COSHH)

2.4.7 Process of monitor-
ing of areas where
employees and
personsare likely to
have comeinto con-
tact with asbestos
2.4.8 Process of monitor-
ing of areas where
employees and
personsare likely to
have comeinto con-
tact with radiation.
Maintenance records
or controls, safety
features and PPE
Dose assessment
and recording

2.4.9 Fire Precautions log

books

Control of Substances
Hazardous to Health
Regulations 2002. SI
2002 No 2677 Regula-

Date of incident +
40 years

tion 11; Records kept un-
der the 1994 and 1999

Regulationstobekeptas
if the 2002 Regulations

had not beenmade.
Regulation 18 (2)

Control of Asbestos at
Work Regulations 2012
SI 1012 No 632 Regula-
tion 19

The lonising Radiation
Regulations 2017.

SI 2017 No 1075
Regulation 11

As amended by SI 2018
No 390

Personal Protective
Equipment
(Enforcement)
Regulations 2018

Last action + 40
years

2 years from the
date on which the
examination was
made and that the
record includes the
condition of the
equipment at the
time of the exami-
nation.

To keep the
records made and
maintained (or

a copy of these
records) until the
person to whom
the record relates
has or would have
attained the age
of 75 years, but
inany event for at
least 30 years from
when the record
was made

Current year + 3
years

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL
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2.4

2.4.10

2.5

Health and Safety

Basic file
description

Health and safety
file to show current
state of building,
including all
alterations (wiring,
plumbing, building
works, etc.), tobe
passed on in the
case of change of
ownership

Financial Management

Basic file
description

Statutory
Provisions

Statutory
Provisions

Risk Management and Insurance

2.5.1

Employer’s
Liability Insurance
Certificate

Retention Period
[Operational]

Pass to new owner
on sale or transfer
of building

Retention Period
[Operational]

Closure of the
school + 40 years
[May be kept
electronically]

Action at

end of the
administrative
life of the record

Action at

end of the
administrative
life of the record

SECURE DISPOSAL
To be passed to

the Local Authority
if the schoolcloses

Personal
Information

Personal
Information

Asset Management

2.5.2

Inventories of furni-
ture and equipment

Burglary, theft and
vandalism report
forms

Current year
+ 6 years

Current year
+ 6 years

Accounts and Statements (including budget management)

SECURE DISPOSAL

SECURE DISPOSAL

2.5.4

2.5.5

Annual accounts

Loans and grants
managed by the
school

Current year
+ 6 years

Date of last
payment on the
loan + 12 years
then review

STANDARD DIS-
POSAL

SECURE DISPOSAL




Basic file
description

Statutory
Provisions

Retention Period
[Operational]

Accounts and Statements (including budget management)

2.5.6

2.5.7

2.5.8

2.5.9

All records relating
to the creation and
management of
budgets, including
the annual budget

statement and back-

ground papers

Invoices, receipts,
order books and
requisitions, delivery
notices

Records relating to
the collection and
banking of monies

Records relating to
the identification
and collection of
debt

Life of the budget
+ 3 years

Current financial
year + 6 years

Current financial
year + 6 years

Final payment of
debt + 6 years

Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Pupil Finance

2.5.10

2.5.11

Student Grant
applications

Pupil Premium
Fund records

Contract Management

Current year
+ 3 years

Date pupil
leaves the
provision
+ 6 years

SECURE DISPOSAL

SECURE DISPOSAL

Yes

Yes

2.5.12

2.5.13

2.5.14

All records relating
to the management
of contracts under
seal

All records relating
to the management
of contracts under
signature

Records relating to
the monitoring of
contracts

Limitation Act 1980

Limitation Act 1980

Last payment on
the contract
+ 12 years

Last payment on
the contract
+ 6 years

Life of contract + 6
or 12 years

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL
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2.5

Financial Management

Basic file Statutory
description Provisions

2.5.15 School Fund -
Cheque books

2.5.16 School Fund -
Paying in books

2.5.17 School Fund -
Ledger

2.5.18 School Fund -
Invoices

2.5.19 School Fund -
Receipts

2.5.20 School Fund -
Bank statements

2.5.21 School Fund -
Journey Books

School Meals Management

Retention Period
[Operational]

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Current year
+ 6 years

Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

2.5.22 Free school meals
registers (where the
registerisusedasa
basis forfunding)

2.5.23 School meals
registers

2.5.24 School meals
summary sheets

Current year
+ 6 years

Current year
+ 3 years

Current year
+ 3 years

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL



2.6

Property Management

Basic file Statutory
description Provisions

Property Management

2.6.1

2.6.2

2.6.3

2.6.4

Title deeds of
properties belonging
to the school

Plans of property
belonging to the
school

Leases of property
leased by or to the
school

Records relating to
the letting of school
premises

Retention Period Action at Personal
[Operational]

end of the Information
administrative

life of the record

These should
follow the property
unless the property
has been
registered with
the Land Registry

These should be
retained whilst the
building belongs
to the school and
should be passed
on to any new
owners if the build-
ing is leased or
sold. See 2.4.10
Expiry of lease SECURE DISPOSAL
+ 6 years

Current financial SECURE DISPOSAL

year + 6 years

Maintenance

2.6.5

2.6.6

All records relating
to the maintenance
of the school carried
out by contractors

All records relating
to the maintenance
of the school carried
out by school em-
ployees, including
maintenance log
books

These should be
retained whilst the
building belongs
to the school and
should be passed
on to any new
owners if the build-
ing is leased or
sold. See 2.4.10

SECURE DISPOSAL

These should be
retained whilst the
building belongs
to the school and
should be passed
on to any new
owners if the build-
ing is leased or
sold. See 2.4.10

SECURE DISPOSAL
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3 Pupil Management

This section contains retention periods connected to the processes involved in managing a pupil’s journey through school,
including the admissions process.

3.1 Admissions Process

Personal
Information

Action at
end of the

Basic file Statutory Retention Period

Provisions

3.1.1

3.1.2

3.1.3

3.1.4

description

All records relating
to the creation and
implementation of
the School

Admissions Policy

Admissions - if the
admission is
successful

Admissions -
iftheappealis
unsuccessful

Register of
Admissions

School Admissions Code
Statutory guidance for
admission authorities,
governing bodies, local
authorities, schools
adjudicators and
admission appeals
panels December 2014

School Admissions Code
Statutory guidance for
admission authorities,
governing bodies, local
authorities, schools
adjudicators and
admission appeals
panels December 2014

School Admissions Code
Statutory guidance for
admission authorities,
governing bodies, local
authorities, schools
adjudicators and
admission appeals
panels December 2014

School Admissions Code
Statutory guidance for
admission authorities,
governing bodies, local
authorities, schools
adjudicators and
admission appeals
panels December 2014

[Operational]

Life of the policy +
3yearsthenreview

Date of admission
+ 1 year

Resolution of case
+ 1 year

Every entry in the
admission register
must be preserved
for a period of
three years after
the date on which
the entry was
made

administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

REVIEW

Schools may wish
to consider keeping
the admission
register permanent-
ly as an archive
record as often
schools receive
enquiries from past
pupils to confirm
the dates they at-
tended the school
or to transfer these
records to the
appropriate County
Archives Service



3.1.5

3.1.6

BN

3.1.7.1

3.1.7.2

Basic file
description

Admissions -
Secondary
Schools - Casual

Proofs of address
supplied by parents
as part of the
admissions process

Supplementary
information form
including additional
information such
as religion, medical
conditions etc.

For successful

admissions

For unsuccessful
admissions

Retention Period
[Operational]

Statutory
Provisions

Current year
+ 1 year

School Admissions Code
Statutory guidance for
admission authorities,
governing bodies, local
authorities, schools
adjudicators and
admission appeals
panels December 2014

Current year
+ 1 year

This information

should be added to

the pupil file

Until appeals
process completed
(GDPR)
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Action at

end of the
administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Personal
Information

Yes

Yes

Yes



3.2

Basic file

description

Pupil’s Educational Record

Retention Period
[Operational]

Statutory
Provisions

Personal
Information

Action at

end of the
administrative
life of the record

Please notethatanyrecord containing pupilinformation may be subject to the requirements of the ICSA. Schools should
implement any instruction which has been received from IICSA. The instructions from [ICSA will override any guidance given in
this Retention Schedule. If any school is unsure about what records should be retained, they should seek the advice of their own
local authority or take independent legal advice.

3.2.1

3.2.1.1

3.2.1.2

BN

3.2.2.1

3.2.2.2

Pupil’s Educational
Record required by
The Education (Pupil
Information)
(England)
Regulations 2005

Primary

Secondary
Examination Results
- pupil copies

Public

Internal

The Education (Pupil
Information) (England)
Regulations

2005 SI 2005 No. 1437
As amended by SI 2018
No 688

Retain whilst the
child remains at the
primary school

Dateof birth of the
pupil + 25 years

Limitation Act
1980 (Section 2)

This information
should be added to
the pupil file

This information
should be added to
the pupil file

Yes

The file should
follow the pupil
when he/she
leaves the primary
school. This will
include:

+ Toanother
primary school
+Toa

secondary school
+ Toapupil
referralunit

REVIEW

Yes

All uncollected
certificates should
be returned to the
examination board
after reasonable
attempts to contact
the pupil have
failed



3.2.3

3.2.4

Basic file
description

Child protection
information held on
pupil file

Child protection
information held in
separate files

Statutory
Provisions

“Keeping children safein
education Statutory
guidanceforschoolsand
colleges 2018”; “Working
together to safeguard
children. A guide to
inter-agency working to
safeguard and promote
the welfare of children
2018”

“Keeping childrensafein
education Statutory
guidanceforschoolsand
colleges 2018”; “Working
together to safeguard
children. A guide to
inter-agency working to
safeguard and promote
the welfare of children
2018”

Action at

end of the
administrative
life of the record

Retention Period
[Operational]

SECURE DISPOSAL
These records must
be shredded

If any records
relating to child
protection issues
are placed on the
pupil file, it should
be in a sealed
envelope and
thenretainedfor
the same period
of time as the
pupil file. Note:
These records will
be subject to any
instruction given by
IICSA

DOB of the child

+ 25 years then
review

This retention
period was agreed
in consultation with
the Safeguarding
Children Group on
the understanding
that the princi-
pal copy of this
information will be
found on the Local
Authority Social
Services record
Note: These
records will be sub-
ject to any instruc-
tion given

by 1ICSA

SECURE DISPOSAL
These records must
be shredded
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Personal
Information

Yes

Yes



3.3 Attendance

Basic file Statutory Retention Period Action at Personal

description Provisions [Operational] end of the Information
administrative
life of the record

Please note that any record containing pupil information may be subject to the requirements of the [ICSA. Schools should
implement any instruction which has been received from lICSA. The instructions from IICSA will override any guidance given in
this Retention Schedule. If any school is unsure about what records should be retained, they should seek the advice of their own
local authority or take independent legal advice.

3.3.1 Attendance Registers  School attendance: Every entry in the SECURE DISPOSAL Yes
Departmental advice for  attendance
maintained schools, register must be
Academies, preserved for a
independent schools period of 3 years
and local authorities after the date
October 2014 onwhichtheentry
was made.
3.3.2 Correspondence Education Act 1996 Current academic SECURE DISPOSAL Potential
relating to any Section 7 year + 2 years

absence (authorised
or unauthorised)

3.3 Attendance

Basic file Statutory Retention Period Action at Personal

description Provisions [Operational] end of the Information
administrative
life of the record

Please note that any record containing pupilinformation may be subject to the requirements of the IICSA. Schools should
implement any instruction which has been received from IICSA. The instructions from [ICSA will override any guidance given in
this Retention Schedule. If any school is unsure about what records should be retained, they should seek the advice of their own
local authority or take independent legaladvice.

3.4.1 Special Educational Childrenand Family’s Act Date of birth of the SECURE DISPOSAL Yes
Needs files, reviews 2014; Special pupil + 31 years
and Education, Educational Needs and [Education, Health
Health and Care Disability Act 2001 and Care Plan
Plan, including ad- Section 14 is valid until the
vice and information individual reaches
provided to parents the age of 25 years
regarding educa- - the retention
tional needs and period adds an
accessibility strategy additional 6 years

from the end of the

planinlinewiththe
Limitation Act]



4 Curriculum and Extra Curricular Activities

This section contains retention periods connected to the processes involved in managing the curriculum and
extra-curricular activities.

4.1 Statistics and Management Information

Basic file Statutory Retention Period Action at Personal

description Provisions [Operational] end of the Information
administrative
life of the record

4.1.1 Curriculum Current year + 3 SECURE DISPOSAL No
returns years
4.1.2 Examination Results Current year + 6 SECURE DISPOSAL Yes
(school’s copy) years
4.1.2.1 SATS records Yes
4.1.2.2 Results The SATS results SECURE DISPOSAL
should be

recorded on the
pupil’s educational
file and will
therefore be
retained until the
pupil reaches the
age of 25 years.
The school may
wish to keep a
composite record
of allof thewhole
year’s SATs results.
These could be
kept for current
year + 6 years to
allow suitable
comparison

4.1.2.3 Examination Papers The examination SECURE DISPOSAL
papers should
be kept until any
appeals/validation

process is
complete

4.1.3 Published Admission Current year SECURE DISPOSAL Yes
Number (PAN) + 6 years

Reports
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4.1 Statistics and Management Information

Basic file Statutory Retention Period Action at Personal
description Provisions [Operational] end of the Information
administrative
life of the record

4.1.4 Value Added and Current year SECURE DISPOSAL Yes
Contextual Data + 6 years

4.1.5 Self-Evaluation SECURE DISPOSAL Yes
Forms

4.1.5.1 Internal moderation Academic year plus ~ SECURE DISPOSAL Yes

1 academic year
4.1.5.2 External moderation Until superseded SECURE DISPOSAL Yes
4.2 Implementation of Curriculum

Basic file Statutory Retention Period Action at Personal

description Provisions [Operational] end of the Information
administrative
life of the record

4.2.1 Schemes of work Current year + 1 It may be appropri-
year ate to review these
records at the end
4.2.2 Timetable Current year + 1 of each year and
year allocate a further
retention period or
4.2.3 Class record books Current year SECURE DISPOSAL
+ 1 year
4.2.4 Mark books Current year
+ 1 year
4.2.5 Record of home- Current year
work set + 1 year
4.2.6 Pupil’s work Where possible, the ~ SECURE DISPOSAL

pupil’s work should
be returned to the
pupil at the end of
the academic year.
If this is not the
school’s policy then
current year

+ 1 year

For information relating to records concerning the running of educational visits outside the classroom
please see the guidance provided by https://oeapng.info/



4.3

4.3.1

4.3.2

School Trips

Basic file Statutory

Provisions

description

Parental consent
forms for school
trips where there
has been no major
incident

Parental permission
slips for school
trips - where there
has been a major
incident

(Section 2)

Limitation Act 1980

Action at

end of the
administrative
life of the record

Retention Period
[Operational]

Although the SECURE DISPOSAL
consent forms
could beretained
for Date of birth

+ 22 years, the
school may wish to
completeariskas-
sessment toassess
whether the forms
are likely to be
required and could
make adecision

to dispose of the
consent forms at
the end of the trip
(or at the end of
the academic year).
This is a pragmatic
approach and if in
doubt the achool
should seek legal
advice

Date of birth of the SECURE DISPOSAL
pupil involved in

the incident + 25

years

The permission

slips for all the

pupils on the trip

need to be re-

tained to show that

the rules had been

followed for all

pupils
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4.4 School Support Organisations

Retention Period Action at Personal
[Operational] end of the Information

Basic file Statutory
description Provisions

Family Liaison Officers and Home School Liaison Assistants

4.4.1

4.4.2

4.4.3

4.4.4

4.4.5

4.4.6

Day books

Reports for outside
agencies - where
thereport hasbeen
includedon the case
file created by the
outside agency

Referral forms

Contact data sheets

Contact database
entries

Group registers

Current year + 2
years then review

Whilst child is
attending school
and then destroy

Whilethereferralis
current

Current year then
review, if contact
is no longer active
then destroy

Current year then
review, if contact
is no longer active
then destroy

Current year + 2
years

administrative
life of the record

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

SECURE DISPOSAL

Yes

Yes

Yes

Yes

Yes

Yes

Parent Teacher Associations and Old Pupils Associations

4.4.7

Records relating to
the creation and
management of
Parent Teacher
Associations and/or
Old Pupils
Associations

Current year + 6
years then review

SECURE DISPOSAL



5 Central Government and Local Authority

This section covers records created in the course of interaction between the school and local authority

5.1

Local Authority

Basic file

description

Statutory
Provisions

Retention Period
[Operational]

Action at

end of the
administrative
life of the record

Personal
Information

5.1.1 Secondary Transfer Current year + 2 SECURE DISPOSAL  Yes
Sheets (primary) years
5.1.2 Attendance returns Current year + 1 SECURE DISPOSAL Yes
year
5.1.3 School census Current year + 5 SECURE DISPOSAL
returns years
5.1.4 Circulars and other Operational use SECURE DISPOSAL

5.2

information sent
from the local
authority

Central Government

Basic file

description

Statutory
Provisions

Retention Period
[Operational]

Action at

end of the
administrative
life of the record

5.2.1 OFSTED reports Life of the report SECURE DISPOSAL
and paperswherea then review
physical copy isheld

5.2.2 Returns made to Current year + 6 SECURE DISPOSAL
central government years

5.2.3 Circulars and other Operational use SECURE DISPOSAL

information sent
from central govern-
ment

Personal
Information

COVID-19 ADDENDUM

Where online video lessons are recorded in accordance with SEAX Trust schools’ blended learning approach, this
footage will be stored for 28 days after which time it will be permanently and securely deleted.

INFORMATION AND RECORDS MANAGEMENT SOCIETY 99



GDPR: Personal Files & Record Retention SEAX Trust %

2. GDPR: Personal Files & Record Retention (SEAX Trust)
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PERSONAL FILES AND RECORD RETENTION

CARE: Use in conjunction with GDPR Record Retention Guidelines issued by the ICO/IRMS

Staff Records

Consent is not required to collect and hold data on staff that is necessary for the operation of the employment contract. However Schools must
issue a Privacy Notice to applicants to tell them how their data will be used and stored. Data must be collected, held, processed and destroyed in
accordance with data protection principles. Personal Files contain confidential information and access to them should be restricted to those who
need to have access (usually line manager/headteacher/HR Administrator). Access to sensitive information (such as health and disciplinary records
etc.) should be particularly restricted.* Files may be held in paper form or electronically. Electronic files should have appropriate
restrictions/password protection.

Personal Files should be retained for 6 years from the end of employment. This is the maximum time limit for all legal claim relating to
employment (Limitations Act 1980 (Section 2).

NB there are some variations from the IRMS retention schedule http://irms.org.uk/page/SchoolsToolkit - this is for practicality where no statutory
provision exists to the contrary.

DOCUMENT RETENTION DURATION NOTES
REQUIREMENT

Recruitment

Recruitment papers — Legal Claim Timeframe 6 months from date of appointment Application form, letters, interview notes etc.
unsuccessful candidate
Successful candidate Operation of the employment | Papers transfer to Personal File. Application form, letters, interview notes etc.
contract End of Employment + 6 years
Recruitment Monitoring Form N/A Forms must not be held on personal Anonymised forms/data retained for equality monitoring
Forms are anonymous and files. purposes. Destroy once monitoring complete.

not held on personal files
Pre-employment |checks and SCR evidence|

GDPR/KS/April18/Company No: 07747149
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GDPR: Personal Files & Record Retention

SEAX Trust

References

Recommended

Transfer to personal file:
End of Employment + 6 years

Where requests for references have been made but
references have not been received — keep copies of such
requests.

We recommend that when appointing without a full
reference history, a risk assessment is completed and
retained outlining the factors taken into account when
deciding to appoint.

DOCUMENT

RETENTION REQUIREMENT

DURATION

NOTES

Evidence of medical clearance

Recommended

Copy of signed health declaration
form placed on personal file.
End of Employment + 6 years.

Pre-employment health questionnaires, where completed
by applicants, must not be looked at or retained by the
school. Only the OH clearance confirmation should be
retained.

Where the confirmation contains information regarding the
employee’s health this should have restricted access*

Identity

Statutory guidance “Keeping
children safe in education”

Held on personal file.
End of Employment

From March 15 — 3 documents

Qualifications

Statutory guidance “Keeping
children safe in education”
Those qualifications required
for the job e.g. QTS

Held on personal file.
End of Employment

Copy of original certificate/original letter from awarding
body AND/OR
A print out from Teacher Services System (teachers)

DBS consent form(s) Recommended Destroy once DBS processed and A new form is required for every DBS status check.
appointment decision made.

SD2 form Recommended Destroy once DBS check completed Until destroyed, this form should be held in a sealed
and appointment decision made. envelope if it contains a positive disclosure

Enhanced DBS check Recommended Destroy once employment decision Until destroyed, this form should be held in a sealed

“Keeping children safe in
education”

confirmed.

Disclosure certificates MUST NOT be
retained on file for more than 6
months.

No record may be held detailing any
convictions etc

envelope if it contains a positive disclosure.

Retain print out from e-DBS system or top part of Certificate
only.
Risk Assessments should have restricted access*

GDPR/ /Company No: 07747149
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Where a positive DBS check is
received a risk assessment should be
completed and this should be
retained on the file.

End of Employment

DOCUMENT RETENTION REQUIREMENT DURATION NOTES

DBS Children’s Barred List Recommended As above As above

Right to work in the UK Required by statutory End of Employment + at least 2 years | A clear copy of the document must be retained and the
guidance “Keeping children person who checks the document must write on the copy
safe in education” “This Right to Work document was checked on [insert
Home Office requirement date]”). Itis also recommended that the name of the

person who carried out the check is recorded on the copy.
Prohibition from teaching check Recommended Held on personal file. A print out from Teacher Services System.
End of Employment

$128 Directions check No requirement to hold N/A

Relevant posts in Academies only | evidence —simply record on
SCR

Childcare Disqualification Recommended Original form can be retained if no

positive declaration.

End of Employment + 6 years
Risk Assessments and Waiver should have restricted
The form must not be retained if access*®

there is a positive declaration —a
copy of the Risk Assessment and any
Waiver documentation should be
retained.

End of Employment +6 years
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Checks on individuals who have
lived or worked outside the UK

Recommended

Held on personal file.
End of Employment

Appropriate certificate of good conduct/character or police
certificate from the relevant embassy/authority. EEA
Prohibition Check.

Any sensitive information should have restricted access*

Induction, Probation and Performance Management

End of Employment + 6 years

Job description & Person Recommended Held on personal file. Any updates during employment should also be kept on the
specification End of Employment + 6 years file
Induction checklist Recommended Held on personal file.

End of Employment + 6 years

DOCUMENT RETENTION REQUIREMENT DURATION NOTES

Statutory Induction (Teachers) Recommended Held on personal file. Papers related to Induction process and certificate or print
End of Employment + 6 years out from Teacher Services System confirming Induction

status.

Probationary records (if Recommended Held on personal file. Records/forms for probation review meetings.

applicable) End of Employment + 6 years Any letters, including confirmation of successful completion

Performance Recommended Held on personal file. All forms and correspondence

Management End of Employment + 5 years

Contractual documents

Offer letters Recommended Held on personal file. Copy of offer letters and written particulars including any
End of Employment + 6 years amendments.

Contract of employment & Recommended Held on personal file: A signed copy should be on the file if available.

written particulars End of Employment + 6 years

Pay and pensions

Payroll information Recommended Held on personal file. Paper not required if electronic records held

Salary statement letters

Required by TPCD

Held on personal file.
End of Employment + 6 years

Teachers only

Pension documentation

Required under Pension
legislation

Held on personal file
Normal Pension Age

Copies of all Opt-in and Opt-out forms and any
correspondence in relation to pension

Leave records

Annual leave records

Recommended

‘ Held on personal file.

Full time Support staff only
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End of Employment + 6 years

Leave of absence records

Recommended

Held on personal file.
End of Employment + 6 years

Leave of absence request forms and decisions/appeals

Records of child related leave
(maternity/paternity/
adoption/parental leave)

Statutory Maternity Pay
Regulations 1986 (as
amended)

Held on personal file.
Current year + 3 years

Copies of all correspondence and forms

Sickness records

Sickness records

Statutory minimum 3 years

Held on personal file.
End of Employment +6 years

Self-certificates, Fit Notes (copies, return original to
employee), return to work meetings notes/form. OH
referrals and reports, all correspondence Any papers
referring to an individual’s health should have restricted
access*

DOCUMENT

RETENTION REQUIREMENT

DURATION

NOTES

Disciplinary (including capability) and grievance

Allegations of a child protection
nature against a member of staff.
All incidents except malicious
allegations.

Statutory Guidance “Keeping
Children Safe in Education”
Working Together to
Safeguard Children

Held on personal file.
Normal Pension Age or 10 years

from incident — whichever is longer.

Papers relating to malicious allegation should be destroyed
once the case is concluded.
Papers should have restricted access*

End of Employment +6 years

Disciplinary records — other —no | Recommended Held on personal file. Including notes/minutes of all meetings/hearings, all
case to answer Conclusion of case correspondence, reports etc.
Disciplinary records — other - Recommended Held on personal file.
warning Conclusion of case +5 years! records retained for 5 years in case of repeated pattern of
Disciplinary records — other - Recommended Held on personal file. behaviour.
dismissal End of Employment +6 years.
Capability records Recommended Held on personal file. Warnings will be disregarded after expiry.
End of Employment +6 years.
Grievance records Recommended Held on personal file. Papers should have restricted access*
End of Employment +6 years
Other
Training/CPD records Recommended Held on personal file. Correspondence.

Individual learning agreements

Accidents/
Injuries at work

Health & Safety Regulations

Date of incident +12 years

Copies of accident/
incident reports
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H&S Executive notification must be
kept indefinitely

Notifications to the Health and Safety Executive

End of Employment +6 years

Secondment documents Recommended Held on personal file. Agreement and details of arrangements
End of Employment +6 years

Redundancy documents Recommended Held on personal file. Including letters, minutes of meetings, figures etc
End of Employment +6 years

Resignation documents Recommended Held on personal file. Resignation letter.
End of Employment +6 years Other relevant paperwork

Timesheets Recommended Held on personal file.

*Restricted access. Access to sensitive and highly confidential information (health, safeguarding allegations, disciplinary papers) should be particularly
restricted to those who need to access the information (usually a senior manager only). The process of restricting access will depend on who has access to
the file. Where administrative staff (e.g. those just processing payroll information or employment contracts) have access to personal files, it may require
the papers to be held in sealed envelopes within the file with “Confidential [type eg health, discipline] Documents: Access restricted to [post
title(s)]”/password protected electronic files.

Other personnel records

Volunteers

Schools are required to undertake pre-employment checks on volunteers, and may also ask them to complete application forms and/or take up

references.

Before requesting documents relating to engagement and pre-employment checks for Volunteers, they must be issued with a Privacy Notice.
As these individuals are not employees and there is no employment contract in place, the same rules on retention do not apply.

Any relevant papers relating to the engagement of volunteers can be retained (as set out in the Staff Schedule) but only for as long as their
engagement lasts - records must be destroyed once the engagement ends.

LAC members/Trustees

Schools are required to undertake pre-employment checks on LAC members/Trustees.
Before requesting documents relating to engagement and pre-employment checks for LAC members/Trustees, they must be issued with a Privacy
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Notice.

As these individuals are not employees and there is no employment contract in place, the same rules on retention do not apply.

Any relevant papers relating to the engagement of LAC members/Trustees can be retained (as set out in the Staff Schedule) and must be kept for 1
year? from the end of their term of office. Records must be destroyed after 1 year?.

Papers related to unsuccessful applicants for LAC members/Trustee applicants must be destroyed once the selection process is complete.

2 Governance Regulations

Third Party Workers, Supply Staff etc.
The school should receive written confirmation that all checks have been undertaken, but not copies of the evidence, from the employing

organisation. Where copies of such documents are received they must not be retained by the school. The school may retain a copy of identification
documents but these documents must be destroyed when the individual ceases working at the school.

GDPR/KS/April18/Company No: 07747149



